Crime in the Digital Age: Enhancing Capacities of Criminal Justice Institutions across the OSCE Area

24 May 2019, Vienna
Großer Vortragssaal, The Federal Ministry of the Interior of the Republic of Austria

AGENDA

08:45-09:15 Registration

09:15-09:45 Opening session

Moderator: Mr. Guy Vinet, Head of Strategic Police Matters Unit, OSCE Secretariat

Speakers:

Mr. Erhard Friessnik, Head of the Cybercrime-Competence-Center C⁴, Federal Ministry of the Interior of the Republic of Austria

Ambassador Katarína Žáková, Deputy Permanent Representative, Permanent Mission of the Slovak Republic to the OSCE/2019 Slovak OSCE Chairmanship

Ambassador Paul Bekkers, Director of the Office of the Secretary General, OSCE Secretariat

09:45-11:00 Session I – Setting the scene: crime in the digital era

➢ Which unique challenges does cybercrime pose for criminal justice system?
➢ How should criminal justice institutions respond to the growing threats posed by cybercrime?
➢ What assistance can multilateral organizations provide to enhance national capacities in investigating and prosecuting cybercrime?

Moderator: Ms. Denise Mazzolani, Deputy Head of Strategic Police Matters Unit and Adviser on Cybercrime, OSCE Secretariat

Speakers:

Mr. Gert Seidl, Head of Unit, Cybercrime-Competence-Center C⁴, Federal Ministry of the Interior of the Republic of Austria

Mr. Branislav Boháčik, Prosecutor and Coordinator of the National Network of Prosecutors against Cybercrime, General Prosecutor’s Office of the Slovak Republic

Mr. Rainer Franosch, Deputy Director-General for Criminal Law and Criminal Procedure and Head of Cybercrime Division, Ministry of Justice of the German Federal State of Hesse

Mr. Igor Voblikov, Representative to International Organizations in Vienna, Ministry of Interior of the Russian Federation
Mr. Branko Stamenković, Special Prosecutor for High-Tech Crime, Republic Public Prosecutor’s Office of Serbia

11:00-11:30 Coffee break

11:30-12:45 Session II – Responding to the challenge: effective capacity building

- What are the key elements of effective capacity building for criminal justice institutions combating cybercrime?
- What are the most common challenges when implementing capacity-building programs and projects in this area?
- How to ensure long-term sustainability and local ownership of capacity-building assistance?

Moderator: Mr. Detlef Schröder, Executive Director, European Union Agency for Law Enforcement Training (CEPOL)

Speakers: Mr. Rupert Bowen, International Postgraduate Liaison, University College Dublin Centre for Cybersecurity and Cybercrime Investigation
Ms. Mariana Chicu, Project Manager, Cybercrime Programme Office of the Council of Europe in Bucharest
Mr. Ulf Bergum, Head of Cybercrime Training and Education, Norwegian Police University College
Mr. Giuliano Rulli, Senior Manager, Accenture Security Italy and External Expert, European Union Agency for Law Enforcement Training (CEPOL)
Ms. Coline Mechinaud, Expert, United Nations Office on Drugs and Crime (UNODC)

12:45-13:45 Lunch break


- Which are the key outcomes of the OSCE’s regional cybercrime initiative implemented in South-Eastern Europe in 2017-19?
- Which were the main achievements and challenges when implementing training activities at both the regional and national levels?
- What are the key lessons learned for building national training capacities in this area?

Moderator: Ms. Sanja Catibović, National Project Officer, OSCE Mission to Bosnia and Herzegovina

Speakers: Mr. Hergis Jica, Chief Commissar of the Sector for the Investigations of Computer Crimes, Ministry of Internal Affairs of the Republic of Albania
Mr. Saša Petrović, Cybercrime Investigator, Ministry of Interior of the Federation of Bosnia and Herzegovina
Mr. Jakša Backović, Chief of Unit for Combating High-Tech Crime, Police Directorate of Montenegro
Mr. Marjan Stoilkovski, Head of the Sector for Cybercrime and Digital Forensics, Ministry of Interior of the Republic of North Macedonia

Mr. Dragan Jovanović, Deputy Head of Department for Combating Cybercrime, Ministry of Interior of the Republic of Serbia

15:00-15:30 Coffee break

15:30-17:00 Session IV – Looking ahead: future OSCE’s activities in combating cybercrime

- What thematic areas require further capacity-building support in South-Eastern Europe?
- How should OSCE support its participating States in other sub-regions of the OSCE area, namely Central Asia, Eastern Europe and South Caucasus?
- Which new trends in digital technologies may impact criminal activities in the future, including developments in artificial intelligence?
- How to ensure complementarity of the OSCE’s activities in the area of cybercrime with other key international players?

Moderator: Mr. Walter Kemp, Head of Strategic Policy Support Unit, OSCE Secretariat

Speakers:

- Mr. Irakli Beridze, Head of the Centre for Artificial Intelligence and Robotics, United Nations Interregional Crime and Justice Research Institute

- Mr. Helmut Leopold, Head of Center for Digital Safety & Security, Austrian Institute of Technology

- Mr. Valiant Richey, Acting Special Representative and Co-ordinator for Combating Trafficking in Human Beings, OSCE Secretariat

- Ms. Julija Popovska-Aleksandrovska, Assistant Director of the Department for Criminal Intelligence and Analysis, Ministry of Interior of the Republic of North Macedonia

- Mr. Rakhmatulla Balashov, Senior Lecturer, Academy of Law Enforcement Agencies under the General Prosecutor's Office of the Republic of Kazakhstan

17:00 Closing remarks

Ms. Denise Mazzolani, Deputy Head of Strategic Police Matters Unit and Adviser on Cybercrime, OSCE Secretariat