Verbal Note

The Permanent Mission of the Republic of Lithuania to the International Organizations in Vienna presents its compliments to all Permanent Delegations and Missions to the OSCE and to the Conflict Prevention Centre of the OSCE, and has the honour to transmit the response of the Republic of Lithuania to the Questionnaire on the Code of Conduct on Politico-Military Aspects of Security, valid as of 15 April 2020.

The Permanent Mission of the Republic of Lithuania to the International Organizations in Vienna avails itself of this opportunity to renew to all Permanent Delegations and Missions to the OSCE and to the Conflict Prevention Centre of the OSCE the assurances of its highest consideration.

Vienna, 14 April 2020

To: All Permanent Delegations and Missions to the OSCE,
CPC of the OSCE
Vienna
I. Account of measures to prevent and combat terrorism

1.1 To which agreements and arrangements (universal, regional, sub-regional and bilateral) related to preventing and combating terrorism is your State a party?

a) United Nations Conventions:
   17. Amendment to the Convention on the Physical Protection of Nuclear Material – 08/07/2005; ratified on 3 June 2008;

b) Council of Europe Conventions related to terrorism:
14. Additional Protocol to the Council of Europe Convention on the Prevention of Terrorism, Riga, 22/10/2015 CETS No: 196; entry into force in Lithuania 01/01/2019;

c) Other regional, sub-regional or bilateral agreements or arrangements:
1. Agreement between the Government of the Republic of Lithuania and the Government of the Republic of Kazakhstan on cooperation in combating organized crime, illegal drug and psychotropic substances trafficking, terrorism and other crimes – Astana 11/05/00; entry into force 21/08/01.
4. Agreement between the Government of the Republic of Lithuania and the Government of the Federal Republic of Germany on the cooperation in combating organized crime, terrorism and other major crimes – Vilnius 23/02/01; entry into force 10/07/03
6. Agreement between the Government of the Republic of Lithuania and the Government of the Republic of Turkey on cooperation in combating terrorism, organized crime, illicit circulation of (trafficking in) narcotic drugs and psychotropic substances and other major crimes – Vilnius 02/06/97; entry into force 12/08/04.
7. Agreement between the Government of the Republic of Lithuania and the Government of the Republic of Belarus on cooperation in combating organized crime, illegal drug and psychotropic substances trafficking, terrorism and other crimes – Vilnius 03/10/05; entry into force 17/07/07.
10. Agreement between the Government of the Republic of Lithuania and the Cabinet of Ministers of Ukraine on Cooperation in Combating the Crime and International Terrorism – Kiev 12/04/07; entry into force 02/02/08.
11. Agreement between the Republic of Lithuania and the Kingdom of Spain on Co-operation in Detecting, Investigating and Preventing Criminal Offences – Madrid 03/12/07; entry into force 07/02/09.

1.2 What national legislation has been adopted in your State to implement the above-mentioned agreements and arrangements?

1. Law on the Control of Strategic Goods of 5 April 1995 (last amendments of 1 January 2018) – establishes the conditions of control of export, import and transit of military equipment and of mediation related thereto as well as of activities that may contribute to the proliferation of weapons of mass destruction and conventional arms.
2. Law on the prevention of money laundering and terrorist financing of 19 June 1997 – specifies the measures for the prevention of money laundering and terrorist financing and designates the institutions responsible for the implementation of the money laundering and terrorist financing prevention measures.
3. The Criminal Code of the Republic of Lithuania of 26 September 2000 – provides for criminal liability for acts of terrorism or terrorism related crimes. The amendments to the Criminal Code, that entered into force as of 2013 July 13, have comprehensively reviewed and improved the elements of terrorist offences, introduced new offences of public incitement to terrorism, recruitment for terrorism, training of terrorists, threatening to commit a terrorist offence, financing and support of terrorism, introduced definitions of “terrorist offences” and “offences linked to terrorism”, etc. The Law also brought necessary adjustments regarding criminalization of creation and activities of groups aiming at committing terrorist offences. On 14 May 2017 articles of the Criminal Code concerning terrorism were amended and supplemented by Law No. XIII-342 of the Republic of Lithuania. Specifically, Paragraph 1 of Article 250\(^1\), Article 250\(^2\) and Paragraph 2 of Article 252\(^1\) were amended, and the Code was supplemented with Article 250\(^6\). On 4 December 2018 articles of the Criminal Code were amended by Law No. XIII-1682 of the Republic of Lithuania. Specifically, Paragraph 2 of Article 250, Paragraph 1 of Article 250\(^1\) and Paragraph 1 of Article 252\(^1\).
5. Law on Implementation of Economic and other International Sanctions of 22 April 2004 – stipulates the procedure for imposition, change and termination of the non-military international sanctions imposed by the United Nations and other international organizations, as well as the European Union.
8. Resolution of the Government of the Republic of Lithuania No 472 of 16 May 2008 on implementation of political sanctions that prohibit persons to arrive to or transit through the territory of the Republic of Lithuania – establishes a procedure of incorporating the decisions of UN Security Council sanctions committees into national legislation.
9. Law on Cyber Security of 11 December 2014 (last amendments of 4 July 2018) – establishes cyber security principles, specifies institutions which develop and implement cyber security policy, defines powers of such authorities in the field of cyber securities, and determines duties of cyber security entities as well as inter-institutional cooperation.
10. Law on the Principles of Activities of Transport No. I-1862 of 8 October 1991 (last amendment of 20 December 2018, shall enter into force 1 May 2019) – establishes the obligation of the carriers, engaged in transportation of passengers by air, to provide the passenger data for the purposes of prevention, detection, investigation and criminal prosecution for terrorist offences and criminal activities associated with terrorism, as well as serious and grave criminal acts
11. Resolution of the Government of the Republic of Lithuania No. 1123 of 20 December 2017 - establishes a procedure of passenger data provision to Lithuanian competent authorities, exchange between Member States and transfer to third countries.
security entities, National Cyber Incident Management Plan and Methodology for identification of critical information infrastructure.

1.3 What are the roles and missions of military, paramilitary and security forces and the police in preventing and combating terrorism in your State?

According to the provisions of the Law on Basics of National Security, the State Security Department of the Republic of Lithuania coordinates activities of national institutions in fight against terrorism. For this purpose there is a special inter-institutional working group established and led by State Security Department, which is entitled to deal with various terrorism prevention issues related to institutional cooperation.

The Lithuanian police are responsible for prevention, detection and investigation of terrorist crimes and crimes linked to terrorism. A specialized counter terrorism unit was established under the central criminal police agency of the Republic of Lithuania, i.e. in the Lithuanian Criminal Police Bureau. As for a county police headquarters, counter terrorism officers were appointed within their organized crime units. They are responsible for pursuing terrorism-related criminal intelligence and prevention, for suppression, disclosure and investigation of criminal offences related to terrorist acts, to unlawful production, acquisition, storing, carrying, transportation and (or) handling of firearms, ammunition, explosives and explosive substances.

Lithuanian Police Anti-terrorist Operations Unit “Aras” is a separate specialized police institution and organizes, manages and implements special operations on the entire territory of Lithuania, which require the use of the well-prepared, armed and specially equipped force.

Financial Crime Investigation Service under the Ministry of the Interior implements money laundering and terrorist financing prevention measures aimed at creating an effective national anti-money laundering system and ensures its proper functioning as well as conducts pre-trial investigation of legalisation of the funds and property derived from the criminal activity.

The Armed Forces of the Republic of Lithuania are tasked to contribute to state efforts in responding to terrorist acts when capabilities of other institutions are not sufficient. If needed, the Armed Forces also contribute to the protection of critical importance infrastructure objects.

1.4 Provide any additional relevant information on national efforts to prevent and combat terrorism, e.g., those pertaining inter alia to: financing of terrorism; border controls; travel document security; container and supply chain security; security of radioactive sources; use of the Internet and other information networks for terrorist purposes; legal co-operation including extradition; safe havens and shelter to terrorists and terrorist organizations.

With a view to fight serious or very serious crime, terrorist offences and terrorism-related crime, to prevent and investigate these acts more effectively as well as to prosecute responsible individuals, the Draft Resolution of the Government of the Republic of Lithuania “On the Approval of the Rules for Ticket Booking and Departure Control as well as Provision and Use of Passenger Flight Data” (hereafter referred to as: “Resolution”) was drafted. A Draft Resolution aims to establish terms, methods and the procedure for the control of ticket booking and departure, provision of passenger flight data on passengers arriving to/departing from the territory of the Republic of Lithuania via air routes, or the results of processing of this data as well as terms, methods and procedures. Rules for Ticket Booking and Departure Control as well as Provision and Use of Passenger Flight Data, approved by Resolution No. 1123 of the Government of the Republic of Lithuania on 29 December 2017, served as the basis for transposition into the national law of data submission (exchange)-related provisions of the Directive of the European Parliament and of the Council on the use of passenger name record (PNR) data for the prevention, detection, investigation and prosecution of terrorist offences and serious crime, concerning provision (exchange) of data.

Passenger Information Unit (PIU) was established on 1 January 2017 by the Order of the Lithuanian Police Commissioner General No. 5-V-1017 of 5 December 2016, which conducts a risk assessment of travelers. Officers delegated by the State Border Guard Service, State Security Department and Customs Department under the Ministry of Finance (since 1 July 2020) are also authorized to perform functions of the PIU.

A representative from the Ministry of the Interior takes part in the meetings of the High-level Commission Expert Group on Radicalization (HLCEG-R), while a representative of the Lithuanian Criminal Police Bureau took part in the subgroup meetings of the HLCEG-R in 2016-2018, which aimed at analyzing member states’ experience and programs pursued in countering radicalization, as well as to submit recommendations on a more effective use of European instruments and tools (projects, databases, training, seminars, various platforms) at the national level.

Counter terrorism officers of the Lithuanian Criminal Police Bureau participated in multiple capacity building international trainings. Training courses to be mentioned: training organized by the FBI National Academy and other US law enforcement authorities, specialized training delivered by the Second Investigation Department under the Ministry of National Defence of the Republic of Lithuania, and training on investigation of hostage taking cases and on
enhancing specialist competencies in planning and organizing rescue operations, delivered by the Federal Criminal Police Office of Germany. While providing counterterrorism training, informational guidelines of the Radicalization Awareness Network Police Working Group (RAN POL) were utilized. In the framework of the developed programs, officers from organized crime investigation units of both central criminal police and county police headquarters were trained. Officers of the counter terrorism unit of the Lithuanian Criminal Police Bureau continuously organise training seminars and courses for the Lithuanian Criminal Police officers working in the field of terrorism, intelligence and analysis, in which various Lithuanian and EU experts of terrorism, extremism, and counter radicalization are invited to take part. In these seminars/courses research, practical examples are presented, as well analysis of risk factors and assessment of insights are being conducted in that way strengthening professional skills for effective response to potential terrorists attacks.

According to the provisions of the Article 6 of the Law on the Prevention of Money Laundering and Terrorist Financing, in implementing terrorist financing prevention measures the State Security Department has functions and rights to collect and analyse information related to terrorist financing and provide it to the institutions responsible for the prevention of terrorist financing on the possible criteria for identification of terrorist financing.

According to the provisions of the Article 16 and 50 of the Law on Nuclear Energy, the State Security Department, in order to secure state security interests, shall:

- collect, analyse and provide information on the threats to the nuclear installations;
- screen and provide conclusions about the employees of the nuclear power plant, other nuclear installations and institutions carrying out supervision of these installations (if the State Security Department finds out that the person participates or participated in the activities of a terrorist organization or terrorist group; cooperates or cooperated with the security and intelligence services of foreign states; the person participated, or within the last five years, has participated in activities of an unregistered movement, if such participation poses a threat to the security of nuclear installations, such person cannot be employed at nuclear installations);
- participate in drafting and implementing coordinated interinstitutional anti-terrorism and anti-intervention protection plans of the nuclear power plant and other nuclear installations;
- the head of the department of the nuclear installation responsible for the physical security of the nuclear installation and his/her deputy (deputies) shall be appointed by the head of the license holder subject to coordination with the State Security Department.

According to the provisions of the Law on State Border and its Protection Thereof, State Border Guard Service (SBGS) performs radiation detection and primary response functions on the cargos, vehicles and passengers crossing the State border. In 2012, the Nuclear Security Center of Excellence (NSCOE) has been established within the SBGS to develop competent human resources and to contribute to the strengthening of the national nuclear security capabilities. The NSCOE organizes trainings and exercises for national stakeholders aiming at prevention, detection and interception of the attempts of the illicit trafficking of the nuclear and radioactive materials, promotes the interagency cooperation and coordination and manages the functions that are assigned to the SBGS – radiation detection at the state border. Since 1 October 2001, the execution of the function of physical protection of nuclear facilities (Ignalina NPP main site, outside radioactive waste storages) as well as physical protection of nuclear materials during their transportation has been handed over to and performed by the State Security Service under the Ministry of the Interior of the Republic of Lithuania.

On 25 April 2015 Lithuanian Government approved establishment of Cyber Security Council – permanent collegial body analysing state of cyber security and providing its advice to the cyber security policy making and policy implementing institutions, public sector entities, owners of state information resources and critical information infrastructure, operators of public networks and providers of internet and hosting services, academia and education institutions on the improvement of cyber security. This body, among others, comprises representatives from institutions responsible for cyber-crime and personal data protection. Ministry of National Defence has intensified public–private partnerships and cyber awareness campaigns- in 2018 MOD signed Memorandum of Understanding with main media outlets on cooperation in cyber field.

From the beginning of 2018, the Ministry of National Defence (MoND) took on the role of leadership for Lithuania’s overall cyber and state information resources (SIR) security and now is responsible for shaping national cyber security policy. Unified National Cyber Security Centre under the MoND (NCSC) now operates as the main national computer emergency response unit for management of cyber incidents related to CII and SIR, public services, ISPs and digital services providers. NCSC also operates as a main Accreditation Authority of all types of IT systems and networks in Lithuania. NCSC has an R&D division for creating tools necessary for managing cyber incidents and executes cyber exercises for its personnel and other employees of managers of CII and SIR.

Main legal acts that regulate cyber security in Lithuania:

- Lithuania as the other EU member states was obliged to transpose NIS directive to their national legal systems. According to this, Law on cyber security was amended in the middle of 2018. The amended Law on cyber
security establishes cyber security principles, specifies institutions that develop and implement cyber security policy, defines powers of such authorities in the field of cyber securities, and determines duties of cyber security entities as well as inter-institutional cooperation. According to this Law, the Government of the Republic of Lithuania determines strategic goals and priorities of cyber security policy as well as measures necessary to achieve them. Cyber security policy is developed, its implementation is organised, controlled and coordinated by the Ministry of National Defence of the Republic of Lithuania. The National Cyber Security Centre takes part in the development of the cyber security policy to the extent to which legal regulation of activities of cyber security entities has to be established for the performance of functions laid down in this law. Cyber security policy is implemented by the National Cyber Security Centre, the State Data Protection Inspectorate, the Lithuanian Police and other authorities, which functions are related to cyber security.

- Amendments due the provisions of NIS directive to the Governmental Decrees on the Organisational and technical cyber security requirements imposed on cyber security entities, National Cyber Incident Management Plan and Methodology for identification of critical information infrastructure are in force from the end of 2018.

In 2018, the Government of the Republic of Lithuania adopted a new National Cyber Security Strategy. The goals of the Strategy are: strengthen cyber security of the state, develop cyber defence capabilities, ensure prevention and investigation of criminal offences, which are committed using the objects of cyber security, promote the culture of cyber security, develop innovation, enhance of a close collaboration between public and private sectors as well as international cooperation and ensure the fulfilment of international obligations in the field of cyber security. There are 5 targets in the Strategy, which Lithuania is pursuing till year 2023:

1. Strengthen cyber security of the country and the development of cyber defence capabilities.
2. Ensure prevention and investigation of criminal offences in cyber space.
3. Promote cyber security culture and development of innovation.
4. Strengthen close cooperation between private and public sectors.
5. Enhance international cooperation and ensure the fulfilment of international obligations in the field of cyber security.

In order to implement the goal and targets of the Strategy, the Government of the Republic of Lithuania approved an interinstitutional operation plan for year 2019-2021. Plan established measures for the implementation of the Strategy and allocated the funds to this end.

On 1st of July 2019 the Governmental Network was established, which is detached from a public internet, encompassing state institutions, which have functions related to mobilization. This will ensure that even in the time of conflict fundamental institutions are protected and able to exchange information.

**International cooperation on Cyber Security.** Lithuania leads the PESCO project – Cyber Rapid response Teams. The first Cyber Rapid Response Team (CRRT) formed in the framework of the project began standby in 2019. Six countries (Lithuania, Estonia, Croatia, Poland, the Netherlands and Romania) CRRT will be on standby across a number of physical sites, ready to respond to a cyber-attack immediately in case it occurred. Formed by civilian and military experts, the CRRTs will join neutralization and investigation of dangerous cyber incidents virtually or, if necessary, physically. The CRRTs will be able to take preventive actions and carry out cyber-vulnerability assessments, as well as to assist European institutions and other member and partner countries. The project will also facilitate the ability to share best practices and to improve efficiency of using technological and human resources of the participating countries in the fight against cyber threats.

Lithuania in cooperation with the US is developing Regional Cyber Defence Center. In 2019 cooperation in cybersecurity field agreements with Georgia and Ukraine were signed. Three main tasks of the Center – invent together, train together and monitor cyber threats together.

**5G risk management.** In 2019 Lithuania has finished national risk assessment and identified several mitigating measures, including the need to establish a list of trusted 5G vendors and certification scheme for 5G related products.

2. **Stationing of armed forces on foreign territory**

2.1. Provide information on stationing of your States armed forces on the territory of other participating States in accordance with freely negotiated agreements as well as in accordance with international law.

The Law on International Operations, Military Exercises and other Military Events establishes that the Republic of Lithuania, in recognition of its international obligations, can send its military units to participate in various international military operations abroad. According to the Law on Treaties, treaties on the stationing of the armed forces of the Republic of Lithuania and their status on the territories of foreign states shall be subject to ratification by the Parliament.
In 2019, Lithuania continued its military contribution to international operations. In total, approx. 500 servicemen participated in NATO, EU, the UN operations and a training mission in Ukraine. Statistics of the participation is provided in the Table 1 below:

<table>
<thead>
<tr>
<th>Mission/operation</th>
<th>Number of servicemen</th>
</tr>
</thead>
<tbody>
<tr>
<td>Afghanistan: NATO-led RESOLUTE SUPPORT MISSION (RSM)</td>
<td>Approx. 200</td>
</tr>
<tr>
<td>Iraq: NATO Mission IRAQ (NMI)</td>
<td>11</td>
</tr>
<tr>
<td>Kosovo: NATO Mission in Kosovo (KFOR)</td>
<td>5</td>
</tr>
<tr>
<td>Turkey: NATO Patriot Mission in Turkey (DCM-D)</td>
<td>12</td>
</tr>
<tr>
<td>Mali: EU Training Mission in Mali (EUTM-M)</td>
<td>6</td>
</tr>
<tr>
<td>RCA: EU Training Mission in Central African Republic (EUTM RCA)</td>
<td>5</td>
</tr>
<tr>
<td>Mediterranean: EUNAVFOR MED operation SOPHIA</td>
<td>16</td>
</tr>
<tr>
<td>Djibouti: EUNAVFOR operation ATALANTA</td>
<td>16</td>
</tr>
<tr>
<td>Iraq: US-led operation INHERENT RESOLVE</td>
<td>18</td>
</tr>
<tr>
<td>Mali: UN Multidimensional Integrated Stabilization Mission in Mali (MINUSMA)</td>
<td>111</td>
</tr>
<tr>
<td>Ukraine: Training Mission</td>
<td>Approx. 100</td>
</tr>
<tr>
<td>Total:</td>
<td>Approx. 500</td>
</tr>
</tbody>
</table>

3. Implementation of other international commitments related to the Code of Conduct

3.1. Provide information on how your State ensures that commitments in the field of arms control, disarmament and confidence- and security-building as an element of indivisible security are implemented in good faith.

Lithuania is committed to arms control and CSBMs obligations under regional and bilateral arrangements. Lithuania actively participates in the implementation and modernization of the Vienna Document (VD): exchanges military-political information with partners carries out and accepts inspections and evaluation visits in accordance with the Vienna Document. In addition to the key VD obligations, Lithuania implements bilateral agreements with Belarus, Sweden, and Finland as additional measures for ensuring regional security and stability to increase the confidence between the countries and their military structures.

Lithuania is a party to a number of the arms control, disarmament and WMD non-proliferation arrangements, *inter alia*, the Open Skies Treaty, the Wassenaar Arrangement, the Convention of the United Nations on Cluster Munitions, the Ottawa Convention, the Australia Group, The Convention on the Prohibition and Development, Production and Stockpiling of Bacteriological (Biological) and Toxin Weapons and on their Destruction (BTWC), the Convention on the Prohibition of the Development, Production, Stockpiling and Use of Chemical Weapons and on their Destruction, the UNSCR Resolution 1540, the UN Arms Trade Treaty and others. Lithuania supports harmonization of export control within EU and its partners as well as universalization and implementation of UN Arms Trade Treaty.

According to Article 7 of the *Law on Control of Weapons and Ammunition*, all weapons, weapon accessories and ammunition which are prohibited by international agreements of the Republic of Lithuania shall be prohibited in the Republic of Lithuania. The following provisions of the *Criminal Code of the Republic of Lithuania* criminalize activities that are contrary to Lithuania’s commitments in the field of arms control and disarmament:

**Article 112. Use of Prohibited Means of Warfare**

A person who, in violation of treaties to which the Republic of Lithuania is party or universally accepted international practices regarding means of warfare or methods of warfare, orders the use of or uses in hostilities prohibited means of warfare or methods of warfare is punishable by imprisonment for a term from three to ten years.

**Article 199. Smuggling**

<...> 2. A person who, without going through the customs control or otherwise avoiding it or without an authorization,
transports across the state border of the Republic of Lithuania firearms, ammunition, explosives, explosive, radioactive materials or other strategic goods, toxic, highly active, narcotic or psychotropic substances or precursors of narcotic or psychotropic substances shall be punished by imprisonment for a term of three up to ten years.

Article 253. Unauthorized Possession of Firearms, Ammunition, Explosives or Explosive Materials
1. A person who, without an authorization, acquires, stores, carries, transports or handles a firearm, ammunition, explosives or explosive materials shall be punished by arrest or by imprisonment for a term of up to five years.

2. A person who, without an authorization, produces, acquires, stores, carries, transports or handles at least three firearms, the ammunition, explosives or explosive materials of a large explosive power or in a large quantity is punishable by imprisonment for a term of four up to eight years.

Article 253(1). Unauthorized Intermediation in the Transfer of Military Equipment
1. A person who, without an authorization, acts as an intermediary in transferring military equipment to a state non-Member State of the European Union shall be punished by deprivation of the right to be employed in a certain position or to engage in a certain type of activities or by a fine or by arrest or by imprisonment for a term of up to three years.

2. A legal entity shall also be held liable for an act provided for in this Article.

Article 257(1). Production of Installations for the Production of Explosive Materials, Explosives or Radioactive Materials or Development or Distribution of Production Technologies or Specifications Thereof
1. A person who unlawfully produces, stores, transports, transfers or handles machinery or other installations directly intended or adapted for the production of explosive materials, explosives or radioactive materials or unlawfully develops or distributes technologies or specifications of the production of explosive materials, explosives or radioactive materials shall be punished by a fine or by arrest or by imprisonment for a term of up to four years.

2. A legal entity shall also be held liable for the acts provided for in this Article.

Lithuania has implemented electronic register for tracing legal firearms in civil circulation from its manufacture or entry to the country until their destroying or exporting from Lithuania. Such a preventing measure helps us to trace all firearms kept by manufacturers, dealers and civilians. We also use the same database for issuing firearms licenses. It is the most effective way to control, manage and trace weapons and ammunition kept by dealers and civilians. According to legal acts of Lithuania arms dealers have the obligation to provide information on imported, purchased, collected, transferred, sold or exported firearms to police only by using electronic way through the official police website. It is required to identify the dealer who provide information by this way. The dealer of firearms and police officer use the same database for providing and receiving information on firearms. There is no need for people who wish to purchase firearm from dealer of firearms to go to police station after purchasing firearm for registration procedure of firearm, because purchased firearm is registered according to information, which was received by electronic way from dealer of firearm.

3.2. Provide information on how your State pursues arms control, disarmament and confidence-building measures with a view to enhancing security and stability in the OSCE area.

Implementation of CSBMs:

In 2019, Lithuania executed the following inspections and evaluation visits according to the Section IX of the Vienna Document 2011 (VD):

Active quotas:

Three specified area inspections: inspection to Georgia (as guest inspector within the Spanish team), inspection to Ukraine (as guest inspector within the Estonian team) and inspection to Armenia (as guest inspector within the Latvian team).

Two evaluation visits to Russia: one evaluation visit as guest inspector within Estonian team and one Lithuanian-led evaluation visit with guest inspectors from the United States of America and France.

One Lithuanian-led evaluation visit to Austria.

Passive quotas:

Lithuania received three specified area inspections: from Belarus, Ukraine and Russia.

Lithuania received one evaluation visit from Russia.

Lithuania received two Open Skies missions: from Ukraine and joint Russian/Belarusian mission.

According to Section X (Regional Measures) of the VD Lithuania executed one evaluation visit to Belarus and received one evaluation visit from Belarus.
According to Section IV (Contacts) of the VD Lithuania participated in one Observation visit of military activities in Belarus and one Observation visit of military activities was organized in Lithuania (2 observers from each country (Belarus, Russia, Finland and Sweden) were invited to attend the event).

Lithuania also participated in four Observation visits to military facilities and demonstration of new types of armaments in BENELUX, Norway, Austria/Switzerland and Hungary.

Regarding conventional arms control and export control, Lithuania is a party to the Wassenaar Arrangement, UN Arms Trade Treaty, and EU Common Position on Arms Exports 2008/944/CFSP and actively participates in the EU Council Working Group COARM. Lithuania supports harmonization of export control within EU and its partners as well as universalization and implementation of UN Arms Trade Treaty.

Section II: Intra-State elements

1. National planning and decision-making process

1.1. What is the national planning and decision-making process in determining/approving military posture and defence expenditures in your State?

All decisions concerning Lithuanian defence policy and planning as well as the development of the Lithuanian Armed Forces are made by the democratically elected civil authorities. The major issues of national defence are discussed in and coordinated by the National Defence Council, which consists of the President of Lithuania, the Prime Minister, the Speaker of the Parliament, the Minister of National Defence and the Chief of Defence. The Council is headed by the President of Lithuania. The President is also the Commander-in-Chief of the Armed Forces.

Decisions concerning mobilization, declaration of the state of war, the use of Armed Forces and defence against armed aggression are made by the President and the Parliament. Decisions concerning peacetime deployments of the Armed Forces are approved by the President.

The long-term development plans of the National Defence System as well as budgetary appropriations for the Ministry of National Defence are approved by the Parliament, which also exercises parliamentary oversight over the National Defence System. Moreover, the Parliament approves the principal structure of Lithuanian Armed Forces and establishes the limiting numbers of the military personnel and statutory civil servants to fill this structure, as well as sets the limits of military and civilian personnel participating in international operations in specific regions. Information on the national defence policy and budgetary allocations for defence is available to the public.

The Ministry of National Defence (MoND) has a central role in the defence policy-making and defence management. In order to fulfil its tasks, the MoND plans its activities by issuing planning documents, which represent the long-term, mid-term and short-term planning process. The ten-year National Defence System Development Programme is based on the National Security Strategy and the Military Strategy and indicates long-term directions of the development of the National Defence System. The Programme for 2019–2028 was adopted in December 2018. The Guidelines of the Minister of Defence is the medium-term (six-year) planning document. These Guidelines are aimed at ensuring effective functioning of the National Defence System. Current Guidelines for 2017–2022 were adopted in March 2017. The document establishes priorities for the development of the National Defence System and general provisions of the future commitments related to the membership in NATO and the EU.

The short-term (3-year) planning document is the Strategic Activity Plan of the National Defence System, which is being reviewed annually. The Parliament approved the State Budget for 2020 on 17 December 2019. The planned defence expenditure of the Lithuanian MoND in 2020 constituted 2.02% of GDP or 1017,1 million EUR.

1.2. How does your State ensure that its military capabilities take into account the legitimate security concerns of other States as well as the need to contribute to international security and stability?

Lithuania lives up to its international obligations, implements its international, regional, and bilateral commitments, and actively participates in the modernization of the Vienna Document process. Lithuania respects international law and international rules-based system, supports the measures that are strengthening transparency, raising predictability, and ensuring stability and security.

Also, see Section I paragraph 2.1. and 3.2 and Section II paragraph 1.1.

2. Existing structures and processes

2.1. What are the constitutionally established procedures for ensuring democratic political control of military, paramilitary and internal security forces, intelligence services and the police?

Democratic civilian control of the Armed Forces is one of the major principles of the development of the National
Defence System. It is embodied in the Constitution of the Republic of Lithuania, the Law on the Basics of National Security, the National Security Strategy (new version 2017), the Law on National Defence System Organization and Military Service, the Law on Principal Structure of the Armed Forces as well as in other legal acts, decision-making process and national defence management arrangements. All senior MoD officials – the Minister, the Vice-ministers and the Chancellor of the Ministry of the National Defence must be civilians.

The Seimas (the Parliament):

- considers the programme of the Government, including security and defence issues, presented by the Prime Minister and decides whether to give assent to it;
- supervises the activities of the Government, and may express no-confidence in individual Ministers;
- approves the State budget and supervises the implementation thereof;
- imposes direct administration and martial law, declares state of emergency, announces mobilization, and adopts decisions to use the Armed Forces when the need arises to defend the State or to fulfil the international obligations of the Republic of Lithuania;
- adopts a law establishing the organization of National Defence System and military service;
- adopts laws that approve the Disciplinary Statutes of the Armed Forces, the Statute on Use of Military Force;
- approves the principal structure of Lithuanian Armed Forces and establish the limiting numbers to the following types of military personnel: professional military servicemen, permanent mandatory initial military servicemen, active reserve servicemen (National Defence Voluntary Force servicemen), prepared reserve servicemen participating in refreshment training, and cadets. Furthermore, the law sets limits to the number of statutory civil servants of the system of national defence and the number of senior officers of each rank, generals and admirals as well as establishes the principal structure of the Armed Forces.

The Parliamentary Committee on National Security and Defence deals with national security and defence matters. Together with the Foreign Affairs Committee, it holds regular hearings on Lithuania’s participation in international operations. The Committee also discusses proposals and presents conclusions on the appointment of military attachés and representatives in the military missions of the Republic of Lithuania to foreign states.

The Parliament has established the Commission for Parliamentary Scrutiny of Criminal Intelligence. It is a permanent commission responsible for execution of the parliamentary control over criminal intelligence operations. The main tasks of the commission are:

- exercising control over the protection of the constitutional rights and freedoms while executing criminal intelligence operations;
- supervision that the activities of the subjects of criminal intelligence correspond to the Constitution and laws of the Republic of Lithuania;
- analysis of the legal acts regulating criminal intelligence activities and their compatibility to the laws.

According to the Constitution, the President is the Commander-in-Chief of the Armed Forces of the State and has the following powers:

- appoints and dismisses, with the approval of the Parliament, the Chief of Defence and the Director of the State Security Department;
- confers the highest military ranks;
- adopts, in the event of an armed attack which threatens State sovereignty or territorial integrity, decisions concerning defence against such armed aggression, the imposition of martial law as well as mobilization, and submit these decisions to the next sitting of the Parliament for approval;
- declares a state of emergency according to the procedure and in cases established by law, and present this decision to the next sitting of the Parliament for approval;

Under the Law on the Organization of the National Defence System and Military Service, the President and the Parliament issue resolutions, make decisions on mobilization, declaring a state of war, deploying use of wartime Armed Forces and defence against armed aggression in accordance with procedures established by the Constitution and the Law on Basics of National Security, other legal acts. The President of the Republic of Lithuania approves deployment areas of the Armed Forces in the peacetime, the territorial boundaries of their manoeuvring activities and the resolutions decision on transferring military units to another deployment area. Under the Statute of the Use of Military Force, in
case of an armed incident of local nature or violation of state border, the President can authorize the use of force in a defined territory for a specific period of time. The decision of the President must be submitted for the approval of the Parliament.

According to the Constitution, the Government of the Republic of Lithuania:

• protects the inviolability of the territory of the Republic of Lithuania and guarantees state security and public order;
• executes laws, the resolutions of the Parliament on the implementation of laws, as well as the decrees of the President of the Republic;
• co-ordinates the activities of ministries and other establishments of the Government;
• prepares a draft State Budget and submits it to the Parliament; executes the State Budget and submits to the Parliament a report on the execution of the budget;
• prepares draft laws and presents them to the Parliament for consideration;
• shall establish diplomatic ties and maintain relations with foreign states and international organizations.

Following the long-term National Defence System Development Programme, approved by the Parliament, under the relevant legislation the Government or its authorized institution issues resolutions, makes decisions on acquisition of armaments, and development of supply support facilities within the National Defence System. Under the Constitution, the Government, the Minister of National Defence and the Commander of the Armed Forces Chief of Defence are accountable to the Parliament for the command and management of the Armed Forces. Persons performing active military service or alternative service, as well as officers of the national defence system, the police and the interior, non-commissioned officers, re-enlistees, and other paid officials of paramilitary and security services who have not retired to the reserve may not be Members of the Parliament or members of municipal councils. They may not hold elected or appointed office in the State civil service, nor may they take part in the activities of political parties and organizations.

The Commander of the Lithuanian Riflemen’s Union – voluntary paramilitary organization – submits annual reports on the activity of the Riflemen’s Union to the Minister of National Defence and to the Parliamentary National Security and Defence committee. The Commander of the Union is appointed by the Order of the Minister of National Defence with approval of the Parliamentary National Security and Defence Committee and the General Meeting of the Union. Minister of National Defence has the right to suspend or recall the Commander of the Union.

The Law on Intelligence stipulates that the State Security Department is accountable to the Parliament and the President. The President with the approval of the Parliament appoints and dismisses the Director of the State Security Department.

The Second Investigations Department under the Ministry of National Defence – body responsible for intelligence and counter-intelligence activities – is subordinated to the Minister of National Defence and accountable to the Parliament, the Government and the President of the Republic of Lithuania.

The Minister of Interior is authorized to exercise control over the Police activities. According to the Internal Service Statute, the officers of the interior institutions are not allowed to be members of political parties or to participate in any other political activity. Officers cannot take duties/position as political appointees. The Police Commissioner General has established the Procedure of internal control of police bodies. The Police Commissioner General is appointed for the term of five years and can be removed from office by the President. The Police Commissioner General is directly subordinated to the Minister of Interior and is accountable to the President. According to the Internal Service Statute, the police officers are not allowed to be members of political parties or to participate in any other political activity.

2.2. How is the fulfilment of these procedures ensured, and which constitutionally established authorities/institutions are responsible for exercising these procedures?

The Prosecutor’s Office of the Republic of Lithuania supervises the legality of activities by all Governmental officials. Administrative courts are established to protect the rights of individuals against unauthorized actions of public bodies and officials. The Seimas Ombudsmen investigate complaints concerning the abuse of office of government officials and has a right to apply for a court ruling regarding their dismissal.

2.3. What are the roles and missions of military, paramilitary and security forces, and how does your State control that such forces act solely within the constitutional framework?

The Law on the Organization of National Defence System and Military Service stipulates that the Lithuanian Armed Forces protect State’s sovereignty, territory and airspace; defend against aggression or other armed attack and implement military tasks according to international commitments of the Republic of Lithuania. The Lithuanian Armed Forces consist of the Land Force, the Air Force, the Navy and the Special Operations Forces. The Land Force is responsible for military protection and defence of the State land territory. The Air Force’s mission is surveillance, control and defence of Lithuanian air space. The Navy is responsible for the surveillance, control and defence of
territorial waters, surveillance and control of the exclusive economic zone and the continental shelf. In addition, the Navy controls and coordinates search and rescue, pollution containment operations in its responsibility area. The Special Operations Forces are responsible for the special reconnaissance, direct actions and military support.

National Defence Volunteer Force (NDVF) is a part of Land Force. The NDVF employs a small part of professional soldiers and a large number of volunteers (active reserve servicemen), who do not serve on a regular basis but perform their duties up to 30 days per year in accordance with training programmes. The main goal of NDVF is to prepare for and conduct territorial defence tasks. The NDVF consists of HQ and 6 territorial units.

The Lithuanian Riflemen's Union is a state-sponsored voluntary paramilitary organization, which contributes to strengthening of state defence capabilities, promotes civic and patriotic education, and supports the Armed Forces, Police, and the State Border Guard Service, as well as education and civil protection and rescue system institutions. The Constitution of Lithuania, the Law on the Basics of National Security, the Law on Riflemen's Union (last amendments of 1 January 2019), and other legal acts form the legal basis for the activities of the Lithuanian Riflemen's Union.

With regard to mechanisms to assure that military, paramilitary and security forces act solely within the constitutional framework – see Section II paragraph 2.1.

According to the provisions of the Article 7 of the Law on Intelligence, the objectives of intelligence shall be to forecast and identify risks, dangers and threats arising from abroad and capable of affecting the sovereignty of the State, inviolability and integrity of its territory, constitutional order, interests of the State and its defence and economic power. The objectives of counterintelligence shall be as follows:

1) to forecast, identify and eliminate risks, dangers and threats arising within the Republic of Lithuania and capable of affecting public political and economic processes, also capable of impairing the sovereignty of the State, inviolability and integrity of its territory, constitutional order, interests of the State and its defence and economic power;

2) to identify the activities of foreign intelligence and security institutions and related persons capable of impairing the sovereignty of the State, inviolability and integrity of its territory, constitutional order, interests of the State and its defence and economic power, and eliminate these risks, dangers and threats;

3) to organise and implement the protection of information comprising a state secret or an official secret and control the protection of such information within the Republic of Lithuania and at institutions of the Republic of Lithuania abroad.

According to the provisions of the Chapter Five of the Law on Intelligence, the activities of intelligence institutions shall be coordinated by the State Defence Council. The head of an intelligence institution shall report to the State Defence Council on an annual basis and submit draft strategies of activities. Parliamentary scrutiny of intelligence institutions shall be exercised by a Seimas committee specified by the Statute of the Seimas. The Government shall exercise control over intelligence institutions within the remit established by the Constitution and laws of the Republic of Lithuania. Intelligence institutions shall submit to the Prime Minister annual assessment of risks, dangers and threats to national security and interests of the State and a report on the areas of their activities. Complaints over actions of intelligence officers resulting, when engaged in intelligence and counterintelligence, in violations of human rights or freedoms shall be examined and considered by Seimas Ombudsmen. The head of the intelligence institution shall, in organizing internal control of the intelligence institution directed by him, establish the control divisions and adopt legal acts regulating internal control. Audit of intelligence institutions shall be carried and control of financial operations thereof shall be exercised in accordance with the procedure laid down by laws and other legal acts. Intelligence institutions shall, on an annual basis, publish unclassified activity reports and assessment of threats to national security.

3. Procedures related to different forces personnel

3.1. What kind of procedures for recruitment and call-up of personnel for service in your military, paramilitary and internal security forces does your State have?

a) Military recruitment

The Constitution stipulates that defence of the State of Lithuania against a foreign armed attack shall be the right and duty of each citizen of the Republic of Lithuania. Citizens of the Republic of Lithuania must perform military or alternative national defence service according to the procedure established by law.

The Military Conscription Law establishes two options for conscription:

1. Conscript Service (9 months);
2. Junior Officers’ Commander Training (3 years part time service) for higher school students and graduates.

The Parliament approves the limit numbers of the military personnel. In 2015, Lithuania reintroduced Conscript Service and was extended for indefinite period from 2016. 18-38 years old men and women are encouraged to sign up for Conscript Service on voluntary basis. If volunteers are not enough to cover the needed number of conscripts, the
remaining number is chosen using random selection method from the pool of 18-23 years old men group which are eligible for mandatory call up. To ensure transparency and objectivity of the process, formation of the conscription list is observed by representatives of NGOs. In 2019, the intake of conscripts was 3 697. Junior Officers’ Commander Training was launched in 2012. The training is voluntary and open to 18 – 32 years old higher school students and graduates. In addition to higher education, students receive basic military training and officer training at the Military Academy and the Armed Forces School where they participate in regular activities during academic year and extended training activities during the summer period. After successfully completing the training, participants can enter professional military service or become reserve lieutenants. In 2019, 149 completed and more than 500 students were undergoing Junior Officers Commanders’ Training.

Platoon Leader Course is designed to train military personnel having a Bachelor’s degree and required military background. Having completed the course, students are commissioned as Second Lieutenants and assigned as a platoon leader in active duty. In 2019, 25 students completed this course.

Officer Specialist Basic Military Training Course provides the specialists of specific fields with basic military training for an officer rank allowing them to hold medical, legal or financial positions or serve as chaplains in the Lithuanian Armed Forces. In 2019, 11 students completed this course.

National Defence Volunteer Force is a territorial defence force comprised of citizens who are trained as soldiers during weekends. Servicemen are on duty 1 – 2 weekends per month, 30 days per year. Lithuanian citizens, aged 18 to 60 are accepted.

The Professional military service is a contract based continuous military service. Lithuanian citizens from 18 to 40 years old (officers/non-commission officers up to 56, specialists up to 60) with prior basic military training can sign up.

b) Recruitment for internal service

The procedures of recruitment to Internal Service are laid down in the Statute of Internal Service. An applicant to the internal service: 1) has to be a citizen of the Republic of Lithuania and have a good command of the Lithuanian language; 2) has to have an unblemished reputation; 3) is not younger than 18 years old and not older than 60 years; 4) must have not lower education as a secondary education; 5) an applicant's state of health should allow to work in internal service; 6) the physical readiness should also allow to work in internal service; 7) must be graduated from professional education establishment of the interior or Lithuanian higher education institution (university or college of higher education) or introductory training courses of the professional education establishment of the interior.

The Minister of the Interior or the authorized heads of the central interior bodies may set supplementary requirements for persons applying to study at an establishment of professional training in the field of interior or other educational establishment or introductory training courses of the professional education establishment of the interior, or for persons applying to particular subdivisions of the interior bodies. Supplementary requirements pertain to intellectual, physical and practical abilities, moral and psychological suitability to serve in internal service or in particular subdivisions.

There may be supplementary requirements, namely, a person cannot be recruited to the internal service: 1) if a person was convicted for a crime irrespective of whether conviction for the commission of previous crime has expired, also if a person is convicted for a negligent crime or misdemeanour and it is less than 5 years from the judgment became effective or the previous conviction has not expired; 2) if a person was released from criminal liability in accordance with the procedure established by the law (except for the releasing from criminal liability, when the criminal act has lost its hazard) and 3 years have not passed since the date of dismissal from criminal liability; 3) if a person already served as a statutory officer, judge, notary, prosecutor, barrister, or served within the system of national defence and was dismissed for actions compromising the rank of the officer; for the activity compromising the rank of the judge; for the breach of professional and ethical rules of notaries, for the compromising of the rank of prosecutor, for the breach of professional and ethical rules of barrister, for the legal breaches compromising the rank of soldier or the national defence institutions; 4) if a person was dismissed from the civil service for professional misdemeanour and 3 years have not passed since the day of his dismissal; 5) if a person has been dismissed, has lost his job or lost the right to engage in certain activities due to non-compliance with the requirement of good repute in other laws, or failure to comply with ethical norms and 3 years have not passed from the date of loss of employment, job or right to engage in certain activities; 6) if a person is or was a member of the organization forbidden by the laws.

It is forbidden to employ a person to the internal service if any certified compromising data is available. The decision upon the suitability of a person to the service is made by the head of the central interior institution.

And it is forbidden to employ a person to the internal service if a person is appointed to the position in the interior institution where his/her spouse, partner, close relative or a spouse's relative, according to the functions would be related by direct subordination.

3.2. What kind of exemptions or alternatives to military service does your State have?

According to the Constitution, citizens can apply for an alternative national defence service.

The Law on the Basics of National Security stipulates that the alternative national defence service is an alternative to
general military service as an auxiliary service for those, whose religious or pacifist convictions do not allow them to serve bearing arms. The purpose of this service is to develop citizens and provide them with an opportunity to contribute, in alternative ways, to national defence and enhancing of national security. The Ministry of National Defence organizes this service for the purposes of national protection and defence.

3.3. What are the legal and administrative procedures to protect the rights of all forces personnel as well as conscripts?

The Law on the Organization of the National Defence System and Military Service regulates that Institutions of the National Defence Services’ must act in accordance with the Constitution, laws and other legal acts, including international agreements, Lithuania is a party to.

A serviceman’s civil rights - the protection of his private life, guarantee to the place of service, freedom to participate in associations, choice of residence and free migration, inviolability of the official (service) apartment, freedom to methods of meetings, group petitions, dissemination of information and expression of the opinion - are limited by the laws and the approved statutes to the extent necessary for the conduct of the servicemen duties, and to ensure military obedience and objectives of the service. A serviceman is guaranteed the freedom of thought, religion, and conscience. The human dignity of every serviceman must be respected. Any person serving in the Armed Forces cannot be compelled to serve any other person or a group of persons other than those conducting his/her official duties. A serviceman, whose guaranteed rights have been violated, may seek redress from his immediate superior or the Inspector General of the Armed Forces. The aforementioned persons must immediately investigate the facts and take actions necessary to eliminate the violations.

The Service Statute provides that if a serviceman gets an order, by implementing which he would break an oath or make a clear criminal act, he shall not carry out the order and shall urgently address the immediate superior. If the immediate superior issued this order, the serviceman shall address the next standing senior superior.

According to the Criminal Code of the Republic of Lithuania, a serviceman who unlawfully demands that another serviceman behave according to his instruction or who humiliates another serviceman by using mental coercion shall be punished by arrest or by imprisonment for a term of up to two years. A serviceman who humiliates or terrorizes another serviceman by using physical violence or a weapon shall be punished by imprisonment for a term of up to five years. A serviceman, who commits the abovementioned acts, where this causes serious consequences, shall be punished by imprisonment for a term of four up to eight years.

Further, a serviceman who issues a clearly unlawful order or forces another serviceman to execute such an order, also a serviceman who executes a clearly unlawful order, where this causes serious consequences, shall be punished by imprisonment for a term of two up to eight years.

4. Implementation of other political norms, principles, decisions and international humanitarian law

4.1. How does your State ensure that International Humanitarian Law and Law of War are made widely available, e.g., through military training programmes and regulations?

Lithuania has ratified all major international humanitarian law (IHL) instruments. Since 2000, the Ministry of National Defence coordinates implementation of IHL. The Commission on the Implementation of International Humanitarian Law established in 2001 as an advisory body to the Minister of National Defence, coordinates dissemination of international humanitarian law and related topics.

During pre-mission training, these topics are also introduced to the militaries selected for international operations. The Military Academy has number of training programmes on officers’ professional ethic, international law, international humanitarian law and other international rules governing the armed conflict. The subject of international humanitarian law is also included in curriculum of the Armed Forces School, all levels of police personnel; it is also an optional course in the Law faculties of the leading universities as well as in the Institute of International Relations and Political Science.

National Society of the Red Cross (RC) provides courses on the International Red Cross and Red Crescent movement, International Committee of the Red Cross, RC Emblem and the Lithuanian RC to the military leaving for international operations. The Society also participates in providing information and organizing courses, seminars and workshops on international humanitarian law to the representatives of the armed forces and general public.

Together with other relevant information on International Humanitarian Law, texts of international agreements and other international instruments of international humanitarian law are available through on line sources, in the libraries of military and civil establishments.

All information related to implementation of the international humanitarian law in Lithuania is placed on the website of the responsible authority – the Ministry of National Defence (www.kam.lt). The texts of international humanitarian law
documents ratified by the Republic of Lithuania can also be accessed at the Register of Legal Acts website: (http://www.e-tar.lt/portal/en/index).

4.2. What has been done to ensure that armed forces personnel are aware of being individually accountable under national and international law for their actions?

The Law on the Organization of the National Defence System and Military Service stipulates that "Nobody shall give a serviceman or any element of the Armed Forces the order which breaks an oath, which is clearly unlawful, or which violates all generally accepted principles and standards of international law. A superior officer who issues such an order shall be prosecuted under the law". It also states that if a clearly unlawful order is issued, under the law a serviceman shall not follow the order and shall report it to the superior officer to the leader who has issued the unlawful order.

In the Criminal Code of the Republic of Lithuania, a separate chapter is dedicated to crimes against humanity and war crimes. The person would be criminally liable for genocide (Article 99), treatment of persons prohibited under International Law (Article 100), killing of persons protected under International Law (Article 101), deportation of civilians of an occupied state or transfer of the civilian population of an occupying State (Article 102), causing bodily harm to, torture or other inhuman treatment of persons protected under International Humanitarian Law, violation of norms of international humanitarian law concerning protection of civilians and their property in time of war (Article 103), forcible use of civilians or prisoners of war in the armed forces of the enemy (Article 105), destruction of protected objects or plunder of national valuable properties (Article 106), delay in repatriation of prisoners of war (Article 107), delay in release of interned civilians or impeding repatriation of other civilians (Article 108), unlawful use of the emblem of the Red Cross, Red Crescent, Red Crystal and the United Nations Organization or another universally recognized emblem (sign) or designation (Article 109), aggression (Article 110), prohibited military attack (Article 111), use of prohibited means of warfare (Article 112) and marauding (Article 113).

For criminal responsibility related to executing an order – see Section II para. 3.3.

4.3. How does your State ensure that armed forces are not used to limit the peaceful and lawful exercise of human and civil rights by persons as individuals or as representatives of groups nor to deprive them of national, religious, cultural, linguistic or ethnic identity?

See above.

4.4. What has been done to provide for the individual service member's exercise of his or her civil rights and how does your State ensure that the country's armed forces are politically neutral?

The Law on the Organization of the National Defence System and Military Service regulates that Institutions of the National Defence Services must act in accordance with the Constitution, laws and other legal acts, including international agreements Lithuania is a party to.

Servicemen exercise their human rights and freedoms guaranteed by the Constitution of the Republic of Lithuania. A serviceman’s civil and political rights – the protection of private life, guarantee to the place of service, freedom to participate in associations, choice of residence and free movement, inviolability of the official (service) place of residence, freedom of assembly, group petitions, dissemination of information and expression of the opinion – are limited by the laws and the approved statutes to the extent necessary for the conduct of the servicemen duties, and to ensure military discipline and objectives of the service. Freedom of thought, religion and conscience shall be guaranteed for a serviceman and cannot be restricted. The human dignity of every serviceman must be respected. Any person serving in the Armed Forces cannot be compelled to serve any other person or a group of persons other than those conducting his/her official duties.

Active service servicemen are prohibited from participating in political activities including:

1) membership in a political party or a political organization;

2) active participation of the servicemen in the meetings or other public actions organized by political parties and political organizations and expressing political convictions or political demands or directly supporting a political party or a political organization;

3) servicemen’s political statements, articles or speeches publicly voicing disagreement with the policy declared and implemented by a democratically elected government of the State (the Seimas, the President of the Republic, the Government) or publicly raising political demands to the government of the State. A serviceman shall terminate his membership and activity in a political party or a political organization upon commencing to initial mandatory or professional military service for the duration of the service.

4) Servicemen may participate in the activities of associations and other non-political alliances and in other non-political activities aiming to foster moral, national, patriotic and civic democratic values, provided that participation in such activities does not interfere with performance of direct duties of a serviceman.
4.5. How does your State ensure that its defence policy and doctrine are consistent with international law?

The Constitution stipulates that international treaties ratified by the Parliament are a constituent part of the legal system of the Republic of Lithuania. It also states that in implementing its foreign policy, the Republic of Lithuania shall follow the universally recognized principles and norms of international law.

The Constitution, the National Security Strategy, the Law on the Basics of National Security and other legal acts, constituting a foundation of the Lithuanian defence system and defence policy, ensure the respect of the provisions and spirit of the international law.

Section III: Public access

1. Public access

1.1. How is the public informed about the provisions of the Code of Conduct?

There are no specific measures on the information about the Code of Conduct, but the public is being informed about implementation of national measures related to provisions of the Code.

1.2. What additional information related to the Code of Conduct, e.g., replies to the Questionnaire on the Code of Conduct, is made publicly available in your State?

All information provided in this report is available in unclassified sources.

1.3. How does your State ensure public access to information related to your State's armed forces?

Public access to information is embedded in the Constitution as well as in the Law on Provision of Information to the Public and other legal documents.

The public access to information on security and defence cannot be barred except in cases where information is qualified as a state secret. Public information on national defence issues is disseminated by various media means as well as by state institutions.

The Ministry of National Defence of Lithuania releases and updates the defence policy and Armed Forces related information on its Internet site (www.kam.lt).

The texts of all laws related to the national defence policy and Armed Forces can be accessed at the Register of Legal Acts website: (http://www.e-tar.lt).

INFORMATION ON WOMEN, PEACE AND SECURITY

Regarding DECISION No. 5/11 (FSC.DEC/5/11, 13 July, 2011) REFERENCE GUIDE ON THE OSCE CODE OF CONDUCT ON POLITICO-MILITARY ASPECTS OF SECURITY

The Lithuanian National Action Plan (NAP) for the Implementation of UN Security Council Resolution 1325 was adopted in December 2011. The NAP echoes the objectives outlined in the UNSC Resolution 1325 and foresees specific activities to be implemented in this regard. The NAP is an important tool in raising awareness among the general public on the equal opportunities for women to take part in the prevention of conflicts and rebuilding peace, to involve women in decision-making at all levels, as well as in peacekeeping operations and missions both in the civilian and military fields. The NAP also provides for the training of experts taking part in the operations and missions on women’s rights and other matters related to the UN Security Council Resolution 1325. A number of state institutions are involved in the implementation of the NAP, namely the Ministry of Foreign Affairs, the Ministry of National Defence, the Ministry of the Interior, the Ministry of Social Security and Labour, the Ministry of Health, and the Police Department under the Ministry of the Interior. The Ministry of Foreign Affairs is in charge of coordinating the implementation of the NAP. Currently the consultations with relevant state institutions have been conducted with a view of updating and improving the NAP.

On 20 April 2015, an international conference on the implementation of the UNSC resolution 1325 in the OSCE region, organized by the Organization for Security and Co-operation in Europe (OSCE) and the UN Women and hosted by the President of the Republic of Lithuania D. Grybauskaité, took place in Vilnius. Gaps and challenges on the implementation of the Women, Peace and Security agenda, as well as recommendations and priorities for action were discussed during the conference. The conference gathered important data for the UN Global Study on the implementation of the UNSC resolution 1325 on Women, Peace and Security in the OSCE region.

1. Prevention

Subject of gender equality (including the United Nations Security Council Resolution No 1325 (2000) on Women, Peace and Security (hereinafter referred to as “the UNSC Resolution No 1325 (2000)”) is incorporated into the education programmes of all levels of military personnel (the General Jonas Žemaitis Military Academy of Lithuania, the Division General Stasys Raštikis Lithuanian Armed Forces School and the General Adolfas Ramanauskas Warfare Training Centre).

In 2019 representatives of the Defence Staff of the Lithuanian Armed Forces have delivered 11 lectures (1 hour each) on the UNSC Resolution No. 1325 (2000) and on the requirements of other related resolutions and implementation measures to the soldiers on official missions/international operations in the General Adolfs Ramanauska Warf

The subject of gender equality (including UNSCR 1325) is incorporated into education programmes of all levels of military personnel (the General Jonas Žemaitis Military Academy of Lithuania, the Division General Stasys Raštikis Lithuanian Armed Forces School and the General Adolfas Ramanauskas Warfare Training Centre of the Lithuanian Armed Forces).

The curricula of the General Jonas Žemaitis Military Academy of Lithuania include the subject-matters of gender equality in different study programmes as follows:

- The Basic Officer Training Course for the 3rd year cadets includes a Peace and Crisis Management Operations subject. Cadets are introduced to the structure, activities, main documents of the United Nations Organization, with a special focus on the Resolution 1325 (2000) on Women, Peace, and Security. Part of the subject is delivered by visiting lecturers who have exceptional expertise on gender relations in armed conflicts. In 2019 Assoc. Prof. Dr. Heidi Riley of the University College Dublin (Ireland) lectured at the MAL.
- All cadets have the Ethic and Etiquette subject at the Basic Officer Training Course to develop professional officer ethic competence, including the responsibility and ability to respect equal gender rights principles in their work.
• Lecturers of foreign languages teach cadets gender-neutral terminology of the English language in BA studies.
• 3rd year cadets of BA study programmes have an International Humanitarian Law subject that addresses a wide spectrum of gender-related legal issues, including effects of modern combat methods, responsibilities of officers to civilian population of occupied territories and to civilians in internment and prisoners of war.
• Public Security and Political Science studies programmes (BA) comprise public security subjects that thoroughly investigate the gender relations dimension in international relations and in formation and implementation of security and defence policy.

The institutions of the National Defence System and their units take part in different international seminars, conferences and other events related to the application of the provisions of the UNSC Resolution No. 1325 (2000) and the implementation of the measures specified in the National Programme on Equal Opportunities for Women and Men 2015–2021.

Under the Statute of Military Discipline, sexual harassment is considered a gross violation of military discipline and is punished by means of disciplinary measures.

Since 2010, gender perspective was integrated into military planning processes at tactical and operational levels, as well as in all exercises conducted by the Lithuanian Armed Forces.

II. Participation

The legislation of the Republic of Lithuania provides for the application of principles of non-discrimination of persons on the basis of ethnicity, nationality, race, origin, social status, beliefs, attitudes, religion, sexual orientation and gender. The non-discrimination principles are also established in the Lithuanian Constitution and other legal acts (the Law on Equal Opportunities, the Law on Equal Opportunities for Women and Men, the National Programme on Equal Opportunities for Women and Men 2015–2021).

Lithuania is also involved in the implementation of the UNSC Resolution No. 1325 (2000).

The legislation of the Republic of Lithuania in relation to national defence provides for gender equality in the national defence system. There are no gender-based limitations with respect to military service, as both women and men have equal rights to serve in all services and can occupy any position in the Lithuanian Armed Forces. Furthermore, there are no admission quotas with respect to the type of service or military training and studies. In the process of selection of military personnel for deployment to international operations, no gender-based criteria are applied.

According to the Law on Compulsory Military Service, women are subject to military duty only if they wish to become military draftees and (or) have a higher education degree in medicine, nursing or midwifery study programmes. Exemption of women’s duty for conscription is traditionally based on biological and physical differences between men and women; therefore, different physical readiness and other requirements have been established by laws in order to preserve women’s health. In this regard, not only women’s exemption from compulsory military service but also less stringent requirements for physical readiness test as well as other guarantees (e.g. women are granted pregnancy and delivery leave; in the event of war, state of emergency or mobilisation pregnant women cannot be called up for service, and the like) have been established in the Lithuanian national defence system.

Men and women serving in the Lithuanian Armed Forces receive equal pay and have equal social guarantees. Promotion opportunities are the same for both women and men. Promotion regulating rules are based on seniority and professional qualification. There are no legitimate leadership restrictions for female officers. As mentioned above the factors that make the difference between men and women in the national defence system are based on biological and physical differences only. In 2019, women accounted for 11.5% of the Lithuanian military personnel. More specifically, women accounted for 12.3% of all persons serving in the professional military service, 13.7% of all persons in the volunteer service, 3.9% of the permanent compulsory basic military service recruits, and 14.3% of the total number of persons admitted to the General Jonas Žemaitis Military Academy of Lithuania.

In 2019, 33.3% of female military officers and 11.8% of female civil servants occupied decision-making positions in the Ministry of National Defence, and 7.5% in the Lithuanian Armed Forces.

It should be noted that gender-based statistics (the proportion of females serving in different branches and on different levels of military service (according to military ranks and positions occupied) as well as other gender-based aspects are analysed and reported to different institutions on an annual basis.

Under the Statute of Military Discipline, sexual harassment is considered gross violation of military discipline and disciplinary measures are applied as a means of punishment.
In 2019, 12 women were deployed in international operations.  
Currently, there are three persons in the National Defence System who have received specific gender-related training. Two of them have completed the Gender Advisor Course at the Swedish Armed Forces’ International Centre (SWEDINT) and one person has undergone the Gender Training of Trainers Course at the Nordic Centre for Gender in Military Operations (NCGMO). In the period from 2017 to the present day, one CIMIC officer (female) on rotational basis participating in MINUSMA international operation (Mali), who is actively involved in project development. One of the key prerequisites for the projects is gender equality promotion and female empowerment. At the same time, this particular female officer carrying out supplementary tasks as a gender focal point.  
In 2018, 58 persons were seconded to the international institutions and deployed to civilian missions, of whom 26 were women (45% of all deployed personnel in 2018). Lithuania also deployed 52 observers to the election observation missions of the European Union and the OSCE. 54% of the observers were women (28).  
As of 31 December 2018, there were 4791 women and 5501 men serving in the Lithuanian police.  
Lithuanian Police guarantees equal opportunities to both women and men in the selection of vacancies and competitions. Wages depend to the positions, regardless the gender. As of 1 March 2020 there were 45 % women employees in the Lithuanian Police. There are 3 types of Lithuanian police employees – officers, civil servants and contract workers. According to the data of 1 March 2020, there were 7929 police officers in Lithuanian police – 3167 of them (40 %) were women. At the same time Lithuanian police had 481 civil servants, 359 of them (75 %) were women. There were 1173 contract workers and 826 of them (70 %) were women.  
In 2019 Lithuanian Police deployed 14 women officers to the international missions and operations.  
III. Protection  
There were no cases of exploitation and abuse perpetrated by Lithuanian peacekeepers in 2019.  
IV. Other information  
To implement the National Programme on Equal Opportunities for Women and Men 2015–2021 (hereinafter referred to as – the Programme) approved by the Government of the Republic of Lithuania, the Action Plan 2015–2017 for the Implementation of the National Programme on Equal Opportunities for Women and Men 2015–2021 (hereinafter referred to as – the Plan) was drawn up by the Minister of National Defence.  
Besides, updated annual information on the UNSC Resolution No. 1325 (2000) and on the implementation of the measures specified in the Programme has been prepared and is available on the website of the Ministry of National Defence www.kam.lt under the heading International Humanitarian Law / Sources of the International Humanitarian Law / UN Security Council Resolution No. 1325 (2000) on Women, Peace and Security.  

Contact information  
Provide information on the national point of contact for the implementation of the Code of Conduct.  

Ministry of Foreign Affairs, Transatlantic Cooperation and Security Policy Department  
phone +370 706 5 2517, fax: +370 5 231 3090, e-mail: jorune.martinaviciute@urm.lt  

Ministry of National Defence, International Relations and Operations Group  
phone +370 5 273 5623, fax: +370 5 211 3833, e-mail: raivaras.ramanauskas@kam.lt