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How do we understand ,energy security*?
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Where does Lithuania stands now?

Since 2012, Lithuanian energy
security has remarkably improved.

Nevertheless, key challenges remain:

Strong dependence on electricityimport

Dependence and integration into Russian
controlled IPS/UPS electricity system

Declining trend of RESdevelopments

Progress achieved

Until 2025

. Lithuanian diversification and integration
into European/World energy markets

Until2025

LitPol Link
500 MW




Challenge No. 1 — Synchronizationwith
Continental Europe

e The Baltic States — the only ones in the
EU with their electricity systems in the
Soviet system o

* Nodependency of theenergy system on %g'%%sé)?@m
=

third countries will remain

* Increasing the effectiveness ofthe
market

e The most reliable measure to protect
Lithuania from the unsafe BelarusianNPP

e €1.5 billion infrastructure projectfor
Baltics and Poland

Electric energy systems

Challenge No. 2 — Gas L
Interconnection with Poland (GIPL) ‘" /:C S

< will integrate gas markets of the Baltic states and
Finland into a common EUgasmarket

« will diversify access to alternative gas supply,sources,
routes, counterparties and increase of competition

» will enhance security andreliability of gas supply

« will enable more flexible andefficient use of LNGTand
transmission infrastructure in Poland and Lithuania

» €0.3 billion infrastructure project for Lithuania and Poland




Threats from Astravets NPP

N'113000 MW

Nuclear Power Plant Under Construction in Belarus

‘Source: Work] Muciesr Associstion

Where will Lithuania stand in 2025?
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Record-breaking financing for prosumers
starting in 2019
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CHAPTER IV

Ukraine power "hack attacks’
explained

US investigators have accused Russia-based hackers of being 16 The SHCtor b the v
behind an attack that caused blackouts across Ukraine in ates
December. rellatite supply of energy at & compotitive price. Puriant to 3000 UM Agenda for




The energy sector needs to step up cybersecurity
If we want tolive secured

THANK YOU!




