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Foreword

Foreword

This handbook provides an overview of data collection practices that may assist countries in developing 
or improving systems to capture useful statistics on national Anti-Money Laundering and Countering 
the Financing of Terrorism (AML/CFT) regimes.

There is broad consensus among AML/CFT stakeholders that comprehensive and quality statistics on 
the performance of AML/CFT systems are important inputs into efforts to evaluate and improve the 
effectiveness of those systems. Despite this recognition, few countries have succeeded in collecting, 
collating, and disseminating statistics that allow for granular analysis of their national AML/CFT 
system’s performance.

Several factors contribute to the currently low level of comprehensive data collection on national AML/
CFT systems. Money laundering and the financing of terrorism, like cybercrime, human trafficking, and 
corruption, are relatively modern crimes that are less well understood than traditional offences such 
as robbery and murder. Efforts to counter money laundering and financing of terrorism are relatively 
new in the world of law enforcement, and until recently, the development of a global AML/CFT regime 
has focused more on adopting and implementing national AML/CFT measures than on measuring the 
degree to which those measures are effectively preventing and suppressing money laundering and the 
financing of terrorism.

Crucially, lead AML/CFT agencies that are responsible for national AML/CFT data collection may 
face difficulties in inducing other AML/CFT stakeholders including law enforcement, the judiciary, and 
regulated entities to share statistics. The inherently interagency and international character of AML/
CFT regimes presents a challenge in many jurisdictions, and the important role that the lead agency, 
often the financial intelligence unit (FIU) plays in managing interagency and international co-ordination 
on AML/CFT often puts that agency, and not a central statistics authority, in charge of efforts to collect, 
collate and disseminate AML/CFT-related data.

Being mindful of the above, this handbook is intended to assist countries in narrowing the AML/CFT 
data gap.

This handbook does not create any new obligation or standard for countries. It does, however, provide 
tools that may assist countries in conducting a money laundering and financing of terrorism national risk 
assessment (NRA) and in maintaining statistics that are useful to AML/CFT authorities in their daily work.

This publication is also intended to inspire further dialogue and co-operation among national authorities 
and other stakeholders, to stimulate the exchange of experience and good practice among States in 
the OSCE region, and to raise awareness of the importance of comprehensive data collection for 
informed decision-making.

           Goran Svilanovic
           Co-ordinator of OSCE Economic and Environmental Activities
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Introduction and outline of the handbook

The collection of quantitative data is an essential element of every effective AML/CFT regime. 
The ability to collect and analyse data on Money Laundering and Terrorism Financing (ML and 
TF) activities and the efforts to stop them is crucial to the assessment of ML and TF risks and 
informed decision-making about AML/CFT policies and resource allocation. In addition, AML/
CFT data collection is required by FATF Recommendation 33 (formerly Recommendation 32) and 
article 33(2) of the EU Third Anti-Money Laundering Directive.

While the need for and benefits of collecting AML/CFT data are clear, the way to do so effectively 
is not. Producing comprehensive, comparable, actionable, and policy-relevant data remains a 
challenge in nearly all countries.

This handbook aims to assist officials in collecting accurate and comprehensive information on 
their national AML/CFT regimes. Once collected, this information may be useful for a number of 
pursuits, from informing the day to day management of an AML/CFT regime to carrying out a 
money laundering and financing of terrorism NRA.

This publication provides an overview of the main benefits to and challenges in collecting 
quantitative AML/CFT data within the official purview of a national AML/CFT regime. It provides 
countries with guidelines for addressing data collection and collation issues, producing clear, 
accurate, and replicable indicators and results, and providing insight into how the different 
components of their AML/CFT systems interact.

The handbook also provides sample matrices designed to capture data on the main aspects of 
an AML/CFT regime. These sample matrices are not in any way binding upon countries. They 
are intended to serve as a point of reference for countries developing national data collection 
practices that are sufficiently comprehensive to support monitoring, evaluation, and policy-
making specific to a country‘s needs.

Chapter 1 provides an overview of the topic of AML/CFT data collection, including the benefits 
and challenges of organized data collection, efforts to date, relations between quantitative and 
qualitative data, and uses in the context of NRAs. Chapter 2 lays the foundations for a systematic 
approach to quantitative AML/CFT data collection and provides guidance on how to address 
general data collection issues. Chapter 3 includes detailed suggestions for addressing topic-
specific issues in AML/CFT data collection. Annex I provides a concrete example of how the 
guidance from chapters 2 and 3 could be implemented in a comprehensive data collection matrix 
for the criminal justice system. Annex II provides a sample of detailed instructions and definitions 
to assist countries in completing the matrix on the criminal justice system. Annex III contains 
additional sample data collection matrices on the main elements of AML/CFT regimes. 

OSCE Handbook on Data Collection
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Chapter 1: Overview of AML/CFT  
data collection

1.1 Key benefits of organized data collection efforts

In the past decade, the collection of AML/CFT data by national authorities was done for 
domestic purposes or to comply with the requirements of FATF Recommendation 33 (formerly 
Recommendation 32), which requires countries to maintain comprehensive statistics on matters 
relevant to the effectiveness and efficiency of their AML/CFT systems. However, focusing only on 
compliance with the general requirements of Recommendation 33 may overlook the significant 
benefits that AML/CFT data collection can provide, which include the ability to assess national 
AML/CFT regimes in order to identify gaps, measure their effectiveness, and improve them in a 
cost-effective way through well-informed policy-making and resource allocation. Today, following 
the incorporation of the risk-based approach into the revised FATF standards and the new 
Recommendation 1 requirement to conduct NRAs, countries have even greater incentives than 
before to collect data on their AML/CFT systems.

The systematic collection of quantitative data can play a crucial role in assessing the effectiveness 
of the current AML/CFT system and its components. It may:

•	 Improve the understanding of ML and TF patterns and the predicate offences associated 
with them

•	 Provide an indication of the level of ML and TF threat in a jurisdiction
•	 Identify specific vulnerabilities at the national level
•	 Assist in prioritizing specific areas and improving resource allocation
•	 Support adjustments to the legal and regulatory framework to address specific issues
•	 Inform the qualitative assessments of AML/CFT professionals
•	 Permit countries to track progress over time.

The collection of quantitative data provides authorities with indicators that can be used not only 
to reinforce existing assessments of AML/CFT threats and vulnerabilities, but also to provide new 
insights and additional granularity to established knowledge by examining smaller components 
and providing a basis for authorities to measure, compare, and prioritize them.

For instance, while the total value of confiscated Proceeds of Crime (POC) assets in a jurisdiction 
may be high, an examination of the data by predicate offence may reveal that the value of 
confiscated assets related to one or more types of common offences (e.g., human trafficking) 
is disproportionately small when compared to the known extent of the crime. The availability of 
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such data may trigger further analysis and assist in directing additional resources to confiscate 
assets related to that crime.

Similarly, a simple comparison of quantitative data on investigations, prosecutions, and convictions 
may reveal that despite a large number of investigations for ML or specific predicate offences, 
few of these cases are actually prosecuted and convicted. Such a discovery would prompt an 
analysis of the underlying reasons (e.g., a particularly high burden of proof, minor sentences, 
prosecution for other offences) and possible revisions to law enforcement or prosecutorial 
practices or to the offence itself.

Organized data collection efforts can assist countries in examining how closely their AML/CFT 
system follows the theoretical process in which STRs alert the FIU of suspicious activity; the 
FIU analyses and forwards information for investigation; law enforcement authorities investigate; 
and the criminal justice system initiates prosecutions and secures convictions. Although typically 
only few cases go through that process in its entirety, all cases go through parts of that process, 
which makes the connectivity of its different elements crucial to an effective AML/CFT regime. 
Sufficiently comprehensive and granular data can assist countries in identifying bottlenecks and 
areas of poor connectivity in the system that result in premature termination of cases. 

Use of data
A country collected statistics on prosecutions and convictions for each of the criminal law sec-
tions that cover specific types of money laundering and terrorism financing offences. For most 
offences, the data showed a strong response by the criminal justice system and met the review-
ers’ expectations. However, on the trade-based money laundering (TBML) offence, the number 
of prosecutions and convictions was nearly zero, a finding that prompted the ministry of finance 
to arrange a meeting with the ministry of justice to discuss the reasons for the low numbers. At 
the meeting, the two ministries learned that prosecutors and judges were generally not familiar 
with the particular nature of TBML. In response, the ministries developed awareness raising 
and training materials to support the enforcement of the TBML statutes. As a result, investiga-
tors and prosecutors were better equipped to understand and identify over-invoicing in import 
operations, under-invoicing in export operations and transfer pricing manipulation.

1.2  Current state of AML/CFT data collection efforts

Data collection has been an important element in AML/CFT regimes since the 1990 introduction 
of the FATF Forty Recommendations to combat ML. As countries joined the FATF and its regional 
affiliates (FSRBs) and began implementing its recommendations, countries collected increasing 
amounts of data on their AML/CFT efforts, much of which was reported in periodical Mutual 

OSCE Handbook on Data Collection
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Evaluation Reports (MERs), Detailed Assessment Reports (DARs), and progress reports. The 
quality of the data, however, was mixed. Differences in AML/CFT regime structure and the high 
level of flexibility allowed by the international standards often resulted in significant variance in 
the availability and quality of the collected AML/CFT data at all levels:  institutional, national, and 
international.

In a study conducted for the International Monetary Fund’s Financial Integrity Group in 2010 
and 20111, analysts collected and organized quantifiable AML/CFT data contained in the MERs, 
DARs, and progress reports of 156 countries. The results of the study and the final data set, which 
included over 30,000 data points, showed enormous variance in the availability, definitions, level 
of granularity, and overall quality of data collection not only between countries, but also between 
agencies in many countries.

The results of the study clearly indicated that most countries had not reported key data points 
using standard reporting methods. Among many other AML/CFT indicators, the study focused 
on eight particularly common indicators, including ML and TF investigations, prosecutions, 
convictions, and investigations involving STRs, value of frozen/seized and confiscated/forfeited 
assets, value of fines on reporting entities, and number of information exchanges with foreign 
FIUs. The study showed that only 25 of the 156 countries consistently reported data on at 
least seven of the eight common indicators. In addition, the collection of TF-specific data was 
particularly lacking. These results indicated that the lack of useful data is a key impediment to 
comprehensive assessments of AML/CFT regimes. Inversely, the collection of useful data is a key 
enabler of such assessments.

While the results of the above-mentioned study showed that the overall availability of AML/
CFT data is still severely limited, they also indicated that the members of some FSRBs reported 
significantly more data than others. Under the Council of Europe, MONEYVAL’s use of a 
standard template for the collection of AML/CFT data during its third round of mutual evaluations 
correlated positively with higher data reporting in the MERs and progress reports of that FSRB’s 
members. Of all the FSRBs, data availability on key indicators and the reporting of granular data 
points was highest for MONEYVAL. In 2012 MONEYVAL continued to develop a template for 
countries to complete and submit with their regular progress reports in the form of a series of 
spreadsheet tables covering annual data points on background information, the criminal justice 
system, provisional measures, STRs, supervisory action, international co-operation, and AML/
CFT training for the previous three years.2 The use of such a template marks an important step 
forward in the efforts to simplify, improve, and standardize data collection efforts.

Under the European Commission, Eurostat and the Directorate-General Home Affairs have 

1  Financial Integrity Group, “Preliminary inquiry into the assessment of AML/CFT regime effectiveness” (unpublished), an 
AML/CFT Topical Trust Fund Project 2010-11, Legal Department, IMF, 2011.

2  MONEYVAL, “Template for 4th assessment visits progress reports”, 38th MONEYVAL Plenary Meeting, 5–9.3.2012  
[hereinafter MONEYVAL template]. 
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jointly undertaken another important effort to improve AML/CFT data collection. In 2010 the EC 
published a working paper summarizing its efforts to develop indicators to measure financial 
crime in the EU. The report, entitled “Money laundering in Europe: Report of work carried out by 
Eurostat and DG Home Affairs”, was conducted after extensive data collection and consultation 
with EU member states. Further, it was designed to improve the AML/CFT data collection efforts 
of EU states and identify obstacles to comparing such data among EU states. Among others, the 
report included an analysis of the data availability and definitions of 23 indicators of AML/CFT 
system effectiveness, including suggestions for changes.3

1.3  Main challenges in AML/CFT data collection

Countries face several main challenges when initiating an AML/CFT data collection effort. 

Multiple Stakeholders. Given that AML/CFT is a complex field that involves the work of FIUs, law 
enforcement agencies, prosecution authorities, judicial systems, customs agencies, regulators, 
and private sector entities, the relevant data is dispersed and needs to be collected from and 
validated by a wide variety of government and non-government entities. Data may be held both 
by national agencies and by sub-national administrative divisions, creating a need for additional 
data collation at the national level. 

Incompatible data. Since most agencies tend to develop their own definitions and methods for 
collecting, analysing, processing, and recording information, the differences between the systems 
may be significant. The result often is that similar or related types of data are reported in different 
ways and cannot be consolidated without losing some of the data. 

Definitional issues. The inherent differences between agencies are at times exacerbated by the 
lack of clear and nationally (or internationally) accepted definitions for the indicators that make up 
or are related to AML/CFT regimes. As a result, commonly used terms such as “investigations” 
or “prosecutions” may refer to and be counted as cases by one agency and as individuals by 
another agency, and while one agency may record confiscations by the number of confiscation 
orders issued, another would do it by the value of assets that were actually confiscated.

System differences. While AML/CFT systems are largely designed to identify ML and TF activity; to 
investigate, prosecute and convict; and to freeze/seize and confiscate criminal assets, the complex 
and fragmented nature of the system, the length of the AML/CFT process, and differences between 
agencies make it challenging to track specific reports through the system.4 Therefore, the data 
collection efforts of many countries have only limited utility in tracking the number of investigations 

3  Cynthia Tavares, Geoffrey Thomas, & Mickaël Roudaut, “Money laundering in Europe: Report of work carried out by 
Eurostat and DG Home Affairs”, Eurostat Methodologies and Working Papers, 2010 [hereinafter Eurostat report]. Available 
at: http://epp.eurostat.ec.europa.eu/cache/ITY_OFFPUB/KS-RA-10-003/EN/KS-RA-10-003-EN.PDF

4  This issue was evident in many MERs, and is specifically mentioned in Eurostat report, pp. 8–9.
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that led to prosecutions, convictions, asset freezing/seizing, and confiscations, and may face even 
greater difficulties in tracking STRs through the criminal justice and asset restraint processes. 

Limited guidance. The task of collecting accurate and useful data on AML/CFT systems is 
made more challenging by the lack of international consensus and guidance on what specific 
types of data should be collected. In avoiding a narrow approach that would bind countries, the 
flexibility of international standards has resulted at times in unorganized and minimalistic data 
collection practices. Despite useful efforts such as the MONEYVAL5 data collection template 
for its members and the Eurostat working paper on preliminary findings in the effort to create 
comparable indicators to measure financial crime in the EU6, international guidance on how data 
should be collected remains limited.

Many of these challenges can be overcome by adopting a systematic approach to national AML/
CFT data collection that includes granular indicators, detailed definitions, and clear guidance for 
all relevant agencies. As each national AML/CFT regime and its components are unique, national 
data collection efforts should be tailored to match the regime it is taking place in. However, 
many countries could benefit from additional guidance that is based on national and international 
experience with data collection to date.
 

1.4  Data collection and national risk assessments

In the past few years, the FATF-led international AML/CFT regime has begun to shift its focus 
from creating national AML/CFT regimes and strengthening the legal tools that support them 
to assessing their performance and employing a risk-based approach to apply to AML/CFT 
measures, inform policy, and allocate resources.7 In the process, the assessment of ML/TF risks 
became a central component of FATF’s standards, and the requirement to conduct ML/TF risk 
assessments on an ongoing basis was recently anchored in FATF’s new Recommendation 1.          

While the benefits of conducting a NRA and its importance to the application of a risk-based 
approach to AML/CFT have been explored8, approaches on how to conduct ML/TF NRAs are 
still new, and many countries face the challenge of selecting or developing a methodology to 
suit their needs and capabilities. However, two comprehensive NRA methodologies from the IMF 

5  MONEYVAL template.

6  Eurostat report.

7  A clear indication of that can be found in the new FATF recommendations from February 2012, and specifically in the 
new Recommendation 1 and its interpretive note. FATF, “International standards on combating money laundering and the 
financing of terrorism and proliferation: the FATF recommendations”, February 2012 [hereinafter FATF recommendations]. 
Available at: http://www.fatf-gafi.org/media/fatf/documents/recommendations/pdfs/FATF%20Recommendations%20(ap-
proved%20February%202012)%20reprint%20May%202012%20web%20version.pdf

8  FATF, “Guidance on the risk-based approach to combating money laundering and terrorist-financing: high level principles 
and procedures”, June 2007. Available at: http://www.fatf-gafi.org/media/fatf/documents/reports/High%20Level%20Prin-
ciples%20and%20Procedures.pdf
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and World Bank, as well as forthcoming guidance from FATF that is based on the experience of 
several countries, are intended to provide countries with a clearer point of departure for assessing 
their ML and TF risks.

The recently developed NRA methodologies of the IMF and World Bank provide systematic 
approaches to assessing ML and TF risks based on combinations of objective quantitative 
statistics and subjective qualitative assessments. Several countries have also developed NRA 
methodologies to structure the analysis of available information on threats, vulnerabilities and 
consequences. In all of these methodologies, data are collected, organized, and analysed using 
a variety of spreadsheet-based and web-based tools and modules that assist in processing and 
analysing the information, at times with the help of outside experts to produce the final NRA 
results. Since many of the NRA methodologies developed to date include specific data collection 
tools/modules, it is important to emphasize that this handbook, including the sample matrices, is 
not designed to replace these tools/modules, but rather to assist countries in their data collection 
efforts in order to produce comprehensive and accurate data sets that could later be used for 
NRAs, reporting, and other efforts by countries to understand, monitor and improve their AML/
CFT regimes.
 

1.5  Quantitative and qualitative data collection

While the focus of this document is on the collection of quantitative data, it should be emphasized 
that the qualitative judgements of officials and key stakeholders are also an essential aspect 
of the data collection process. Hence, a comprehensive assessment of ML and TF risks in a 
jurisdiction requires a combination of both quantitative data that is based on statistical figures, 
and qualitative data that is based on the views of experts in the various areas of AML/CFT.

IIn the context of AML/CFT, quantitative data may include statistics on STR, CTR, and other 
reports to FIUs; criminal justice and asset restraint measures; AML/CFT resources; and the 
volume and number of transactions in reporting institutions. Qualitative data may include expert 
assessments that are solicited through surveys and questionnaires, workshops, interviews, and 
other assessment tools.9

The use of each type of data has advantages and disadvantages, and the advantages of one 
may best be used to supplement the disadvantages of the other. While quantitative data has the 
advantages of being impartial, consistent, and easier to measure and compare, statistics alone 
are often not sufficient to analyse the highly complex components of AML/CFT regimes, and 
the generally low level of AML/CFT-related data that is currently available makes quantitative 
statistics difficult to rely on as the sole data source for analysis.

9  See the IMF and World Bank NRA methodologies: Stephen Dawe, “A framework for assessing national money laun-
dering and financing of terrorism risk (working draft)”, IMF, November 2011; World Bank, “Money laundering national risk 
assessment tool (2nd generation)”, 2011.
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On the other hand, qualitative data has the advantage of being based on the views of AML/
CFT professionals who are familiar with the operation of the system, its complexities, and its 
shortcomings. However, qualitative data may also suffer from the disadvantages of relying on 
subjective views, which could be unintentionally biased, overly focused on some aspects while 
overlooking others, or provided by professionals with limited expertise on the specific subject 
matter.

When collected in statistically significant numbers, however, qualitative judgements collected in a 
survey may also serve as quantitative data. Thus, the line between qualitative and quantitative data 
can be blurred. Quality analysis benefits from addressing these issues by combining quantitative 
statistics and qualitative expert opinions for a fuller and balanced all sources assessment of ML 
and TF risks.

In addition to the need to rely on a combination of quantitative and qualitative data in the analysis 
stage of AML/CFT risk assessments, the data collection itself may also benefit from utilizing one 
type of data to validate or inform the other. This could be done by using AML/CFT professionals 
both to review statistics in their area of expertise to confirm their validity and general accuracy, 
and, where it is determined that no undesired bias would be created, to be better informed prior 
to completing their own qualitative assessments.

Considering the high levels of specification and variation in surveys and other qualitative data 
collection tools/modules used in various NRA methodologies, this document does not include 
specific guidance on the collection of qualitative data. 

Chapter 1: Overview of AML/CFT data collection
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Chapter 2: A systematic approach to  
quantitative AML/CFT data collection

Chapters two and three are intended to introduce a systematic approach to quantitative AML/
CFT data collection in order to assist countries in producing clear, accurate, and replicable 
indicators and results. The handbook includes practical advice on how to approach general and 
topic-specific data collection and interpretation issues, and highlights relevant examples of past 
and emerging practice.

In addition, the annexes to the handbook provide sample data collection matrices on the most 
common areas of AML/CFT, as well as a detailed sample data collection matrix on the criminal 
justice system and detailed instructions and definitions for the completion of the criminal justice 
system matrix. The sample data collection matrices and instructions are included to serve as 
examples of practical application of the guidelines in chapters 2 and 3. 

Since most countries have yet to conduct an NRA, using the guidelines in this handbook to 
improve their data collection process and to produce a comprehensive, well-organized AML/CFT 
data set for at least the most recent year would be a helpful early step toward a successful NRA.  
After the completion of a first NRA, the guidelines and suggestions in this document, combined 
with the experience gained by the lead agency and other national authorities during the NRA 
process, could be used to improve the data collection process and further customize it to the 
country’s specific needs, practices, and assessment tools.

2.1  Data collation and mapping

To be most useful, data must not only be collected by the relevant agencies and administrative 
divisions, but also be readily obtainable at the national level.10 During the process of collating AML/
CFT data at the national level for NRAs, MERs, and other purposes, countries should appoint a 
single agency, preferably the FIU, the AML/CFT inter-agency co-ordination group, or another 
agency with AML/CFT expertise, to lead the data collation effort. The lead agency should map 
the available data, identify gaps in data collection and collation that need to be addressed, and 
develop a list of indicators that each government agency or reporting institution should collect, 
including detailed, clear definitions for the indicators and guidance on how to collect, report, and 
disseminate the data to relevant agencies.

The lead agency should identify what types of AML/CFT-related data are currently being collected, 
which government agencies are responsible for the collection, and how the collection, collation, 

10  This concept is drawn from Stephen Dawe & Aaron Sundquist, “Results of the IMF AML/CFT Data Inventory Survey” 
(unpublished), November 2011.
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and dissemination processes are organized. Data mapping should cover all AML/CFT-related 
topics, including reports to FIUs, the criminal justice system, asset restraint, AML/CFT resources 
and supervision, international co-operation, regulated sectors, and POC and TF assets.

The lead agency should examine and compare the current definitions, reporting periods, level of 
granularity/disaggregation, and other specific characteristics of the data indicators used for each 
topic. The examination should be based on the list of general and topic-specific data collection 
issues in chapters 2 and 3, and focus on identifying data collection issues that are not addressed 
in the current collection, collation and dissemination practices, differences between agencies, 
and areas of missing data in all or specific agencies. As the lead agency may have AML/CFT 
expertise, but limited statistical capabilities, it may be advisable to hire specialized staff or outside 
consultants to build the agency’s capacity to take a leading role in developing a comprehensive 
and useful body of statistics.    

2.2  Planning the data collection process

Based on the data mapping and examination, and in consultation with the relevant agencies, the 
lead agency should start the process of determining the indicators to be collected and providing 
agencies with detailed guidance on how to collect the data.        

When developing the indicators and collection guidance, whether independently or based on 
an existing NRA methodology, the lead agency should consider following or addressing the 
suggestions below on overarching issues including definitions, reporting periods, missing data, 
disaggregating data, currency conversions, and value estimates.

2.3  Definitions

Determine the unit of measurement for reporting data for each indicator. While the meaning of 
common terms such as investigations, confiscations, and STRs may seem obvious, they may 
in fact refer to different things such as the number of cases, reports, or individuals involved, or 
to the value of assets or transactions. Therefore, clearly determining the unit of measurement 
is crucial to allow for the aggregation of data on the same indicator from different agencies, for 
the aggregation of data from similar indicators, and for maintaining uniformity that would allow 
authorities to track changes over time. Concrete examples are provided for the different data 
collection topics in chapter 3.

Include detailed definitions both in the guidance to agencies with responsibility for reporting and/
or collecting data, and in any data that is provided for the purposes of an MER, website or other 
form of dissemination.
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Consider the dissemination of template data collection tables to each reporting agency or entity, 
including detailed definitions for each indicator, in order to simplify the data collection process 
and improve its accuracy and uniformity among different agencies and entities.

2.4  Reporting periods

Standardize the time frame used in data reporting to a single year or smaller periods such as 
quarters, and determine whether the year in use is a calendar year, a budget year, etc. When 
data from past years is available only as an aggregate of several years together (e.g., 20 TF 
cases between 2000 and 2004), the lead agency should provide guidance on whether and how 
such data are reported. For example, the guidance could instruct that the aggregate data should 
be reported separately, not reported at all, or that the average should be calculated using an 
agreed upon formula and included in the data for each separate year. For processes that may 
last longer than a single reporting period, such as investigations, prosecutions, and preliminary 
asset restraint measures, countries should report the action in the reporting period in which it 
was begun. Additional and separate records should be kept, for example, on the number of 
ongoing investigations, prosecutions, and the total value of assets subject to preliminary restraint 
measures. 

Reporting periods 
Three law enforcement agencies in country X may collect and report data on ML investiga-
tions in three different ways: 

•  National Police: 38 investigations in 2011 (1 January–31 December 2011).
•  Local police units: 12 investigations in fiscal year 2011 (1 April 2011–31 March 2012).
•   Special Anti-Narcotics Force: 73 investigations since the authorizing law went into force 

(12 February 2011–present).

In this example, the use of various reporting periods prevents the lead agency from combi-
ning the data and calculating the total number of ML investigations for 2011 without losing 
much of the data or making inaccurate presumptions that could distort the data.       

This issue can be resolved in the future by encouraging the relevant agencies to adopt a 
common reporting period (typically a calendar year or a government fiscal year).
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2.5  Missing data

Report and clearly distinguish between data not available and zero. While the distinction between 
reporting that data is not available (i.e., data is not collected or reported on the specific indicator, 
or it does not apply) and zero (i.e., data is collected and reported, but the number of cases, 
individuals, value, etc. is zero) may seem marginal, it is important for the purposes of comparing 
data over time, combining indicators, and other calculations. One option is for the guidance 
to determine that no data is collected as “N/A” (alternatively, Eurostat marks no data with the 
symbol “:”11) and zero is recorded as the number “0”.   

Missing data 
Four government regulators in country X may report data on the amount of fines for AML/
CFT violations in four different ways: 

•  Banking sector supervisor: $37,000 in fines imposed on banks in 2009.
•  Securities sector supervisor: $0 in fines on companies in the securities industry in 2009.
•   Insurance sector supervisor: in the reporting table, the cell indicating the value of fines on 

insurance companies in 2009 was left blank.
•   Designated non-Financial Businesses and Professionals (DNFBPs) supervisor: “There 

were no fines on DNFBPs in 2009”.

In this example, while the amounts of the fines imposed on both banks and securities com-
panies in 2009 are clear, the blank cell and the “no fines” reports by the insurance and 
DNFBPs supervisors are open to interpretation, and among other things may indicate that 
companies in one or both of these sectors: (1) do not have legal AML/CFT obligations, (2)
cannot be fined for AML/CFT violations by that regulator, or (3) may be fined for AML/CFT 
violations, but did not receive any fines in 2009 ($0 in fines). 

As a result of these ambiguous reports, the lead agency and/or external evaluators (e.g., 
MER assessment teams) may find it difficult to identify the types of data collected for each 
sector; to determine the starting date of the reporting; and to compare data across sectors 
and track trends over time. 

This issue may be addressed by adjusting the data reporting standards of all agencies so 
that they clearly indicate whether there are no data collected/available or whether the value 
of the available data is zero.

11  Eurostat report, p. 33.
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2.6  Disaggregating data

Create indicators that disaggregate data according to several relevant breakdowns, as well as 
summary indicators that provide the aggregate totals of several relevant indicators. For example, 
the collection of STR data reported to the FIU may include disaggregated data in indicators that 
provides the number of STRs in each type or category of reporting entity and agency, as well as 
a summary indicator that provides the total number of all STRs reported to the FIU. Countries 
may also find benefit in disaggregating STR data according to the geographic location of the filer 
in order to identify regions of greater suspicious activity or regions that are insufficiently active 
in filing STRs. The lead agency should provide clear instructions on how summary indicators, 
providing the total of several regular indicators, should be calculated. 

Create separate indicators for “own proceeds laundering” and “third party laundering”. It is 
important to distinguish between the laundering of proceeds from a predicate offence committed 
by the same launderer and the laundering of proceeds on behalf of a third party. Autonomous, or 
third party, laundering may include the more significant money laundering cases prosecuted in 
jurisdictions, particularly where the cases involve professional laundering on behalf of organized 
crime groups. These cases are often considered by investigators and prosecutors to be the most 
difficult money laundering cases to prove, particularly when the author of a predicate offence is 
unknown or when there has been no conviction for the underlying predicate offence. Success in 
these types of cases can be a good indicator of the effective application of the money laundering 
offence in individual jurisdictions, but it can be measured only if countries distinguish between 
the two types of laundering.

Aggregated and disaggregated data 
Three government agencies in country X may collect and report data on confiscations in 
three different ways: 

•  Agency A: $5 million of confiscated POC assets
•  Agency B: $8 million of frozen and confiscated POC assets
•  Agency C: $3 million of confiscated POC and TF assets

In this example, agencies B and C’s reporting of only aggregated data significantly limits the 
ability to combine the data and prevents the lead agency from calculating separate, reliable 
indicators of POC assets frozen, POC assets confiscated, TF assets frozen, and TF assets 
confiscated in the country.

This issue may be addressed by adjusting the data collection and reporting standards of the 
three agencies to disaggregate the data and allow the lead agency to combine it.
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Create separate indicators for ML/POC and TF in all or most areas of data collection. Since much 
of the data on reporting suspicious transactions, FIUs, investigations, prosecutions, convictions, 
and confiscations are typically related to ML and POC, it is particularly important to report TF-
related data separately to allow for its analysis. Based on an overview of a large number of MERs, 
only about one third of the countries reported TF-specific data on the criminal justice systems, 
for example.  

2.7  Currency conversions and value estimates

Determine the currency for reporting all amounts and the value of assets, and provide clear 
guidance to all reporting agencies on when and how to convert amounts to the local or an 
international currency, and when and how to report the estimated value of property. Such 
guidance is important to ensure the accuracy and reliability of data on the value of transactions 
and seized and confiscated assets, as well as the ability to compare such data over time, and 
is especially crucial in times when the value of currencies and properties fluctuate significantly. 

Guidance on currency conversions should include the currency in which each value indicator 
should be reported (local currency, USD, EUR, etc.), date of the foreign exchange rate (e.g., 
the transaction date, the freezing date, or the first/last day of the month of the transaction), the 
source of the foreign exchange rate (e.g., the central bank’s website or an international currency 
conversion website), and the type of exchange rate used (the inter-bank rate). 

Guidance on value estimates should include instructions on whether and when the value of an 
asset, typically a seized or a confiscated asset, should be estimated, and what mechanism should 
be used to evaluate it. Such mechanisms could include, for example, vehicle value publications, 
professional real estate or jewellery assessors, records of comparable sales, or police estimates 
on the street price of narcotics.12

12  Additional information can be found at: Theodore S. Greenberg et al., Stolen Asset Recovery: A Good Practices Guide 
for Non-Conviction Based Asset Forfeiture, Stolen Asset Recovery (StAR) Initiative, World Bank, 2009. Available at: http://
www1.worldbank.org/finance/star_site/documents/non-conviction/NCBGuideFinalEBook.pdf
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Chapter 3: Addressing topic-specific  
issues in AML/CFT data collection

This chapter includes general information on seven AML/CFT data collection topics and the data 
that are typically collected on each topic, and provides guidelines and suggestions on how to 
address topic-specific data collection issues. The list of data types to be collected and suggestions 
for improving data collection in this chapter is extensive, and includes a variety of issues that are 
relevant to the data collection efforts of some countries but not others, or that require additional 
resources that may not be available at this time. Therefore, the lead agency should determine the 
data types that should be collected based on the country’s AML/CFT system and assessment 
needs, and prioritize them to match the available resources.               

When developing the indicators and collection guidance, whether independently or based on an 
existing NRA methodology, the lead agency should consider collecting the following AML/CFT 
data and addressing the topic-specific issues and recommendations below:

3.1  Reports to Financial Intelligence Units 

Reports to FIUs includes the collection of data on the number and value of STRs, CTRs, and 
other threshold-based, international funds transfers, and border cash reports sent to the FIU by 
FIs, DNFBPs, customs, and other government agencies, as well as on FIU processing, analysis, 
and/or dissemination of reports to other agencies. Lead agencies may wish to:

•	 Clarify the definitions of and differences between STRs (or SARs), CTRs, BCRs, IFTRs, 
and any other reports, and the reporting requirements or thresholds for each one.

•	 Include an indication of the amount of the transaction or activity associated with STRs, 
CTRs, BCRs, IFTRs, and other reports, such as the average transaction amount.       

•	 Note whether STRs are related to ML or TF suspicious activity.

•	 Note the type of reporting institution or government agency that submitted the different 
reports. In case data is collected according to the type of reporting institution or agency, 
the guidance should include relevant reporting categories that would help to classify 
and summarize the data such as FIs and DNFBPs, as well as a list of all existing types 
of reporting entities and agencies according to their category (e.g., banks, insurance 
companies, and money services businesses would be included under FIs). Based on 
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an overview of a large number of MERs, a large majority of countries report STR data 
broken down by reporting entities and/or categories of reporting entities such as banks, 
FIs other than banks, DNFBPs, and government agencies.

•	 Ensure that information on cross border transfers of cash is collected and reported by 
customs and/or border agencies. This information should include the number of border 
crossing declarations, the value of border crossing declarations, the number and value 
of cases in which a failure to disclose was detected, and the number and value of cash 
and financial instrument seizures at borders.

•	 Provide clear guidance to reporting entities and agencies on the counting unit that 
should be used when filing STRs, CTRs, and other reports. For example, a bank may 
submit an STR as a report on each suspicious transaction or as a report that includes 
several related suspicious transactions. 

•	 Provide clear guidance to the FIU on the counting unit that should be used when collecting 
data on STRs, CTRs, and other reports. For example, the FIU may process and report 
STRs as transactions or as cases involving several transactions or all related suspicious 
activity. According to the Eurostat report on ML data collection in Europe, most FIUs in 
EU countries process STRs as cases that may involve several transactions.13

•	 Create indicators and use terminology to easily distinguish the work of the FIU from that 
performed by other agencies. More specifically, the results of the data collection should 
clearly indicate whether the FIU processes, disseminates, analyses, and/or investigates 
STRs, and the terminology used should be consistent with that of other agencies. 

•	 Instruct the FIU to report data on suspended or postponed suspicious transactions if it 
has the authority to use these measures. Such data include the number of suspended 
transactions, the value of each transaction, the number of instances the suspensions 
were lifted, and the number of times the suspensions became permanent and/or the 
funds were frozen or confiscated. 

 
3.2  Law enforcement agencies and the criminal  
justice system
Law enforcement agencies and the criminal justice system include the collection of data on 
investigations, prosecutions, convictions by ML/TF and predicate offence, sanctions, and the 
initiation by STRs and/or use of STRs in investigations, prosecutions, and convictions. Lead 
agencies may wish to:

13  Eurostat report, pp. 69–70.
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•	 Clarify the full list of predicate offences for ML and organize them into relevant categories, 
preferably based on FATF’s 21categories of required predicate offences14 with the addition 
of other existing categories of predicate offences. In countries where predicate offences 
are defined based on a threshold or all crimes approach, categories should be created 
for each type of predicate offence for ML. Data should be included in each category only 
if the offence meets the relevant threshold for a money laundering predicate offence. 
The organization into categories is useful for the purpose of aggregating the wide variety 
of predicate offences into easily understandable areas of crime and presenting them in 
a clear manner.  

•	 Instruct law enforcement and prosecution agencies to report, where relevant, the 
predicate offence/s that is/are associated with each reported ML/TF investigation, 
prosecution, and conviction.

•	 Identify the current crime recording practices, and when necessary, consider instructing 
law enforcement and prosecution agencies to record and report all the offences included 
in ML and TF investigations, prosecutions, and conviction cases, and not just the most 
serious offence in each case. For example, in the case of an armed robbery that also 
involved the theft of a getaway car, some law enforcement agencies may choose to 
focus only on the more serious crime, recording and reporting the case as an armed 
robbery, and thereby limiting the ability of crime statistics to capture all the predicate 
offences in the case.      

•	 Determine whether ML and TF investigations, prosecutions, and convictions should 
be reported as the number of cases and/or as the number of individuals investigated, 
prosecuted, and convicted. At a minimum, all agencies should report data on a specific 
indicator using the same unit of measurement (for example, federal, state, and county 
law enforcement agencies should agree to report investigations using the same unit 
of measurement). However, to provide authorities with some ability to analyse the 
connections between investigations, prosecutions, and convictions and to identify 
bottlenecks, it is recommended that all three elements are reported using a single 
unit of measurement (e.g., individuals), or preferably, that all three elements would be 
reported using both units of measurement (i.e., both cases and individuals). Based on an 
overview of a large number of MERs, a large majority of countries reported investigations 
as cases, whereas countries reported prosecutions and convictions as either cases or 
individuals, with individuals being somewhat more common.  

•	 Highlight the existence of TF as an independent offence that does not require terrorism 
as a predicate offence, and clarify the distinction between TF offences and terrorism 
offences.   

14  The list of FATF designated categories of predicate offences for ML is available in the FATF Recommendations.
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•	 Instruct law enforcement and prosecution agencies to report investigations and 
prosecutions based on the date on which they were initiated and not based on the 
number of ongoing investigations and prosecutions. This should be done to ensure 
that each investigation and prosecution, which often takes a long time to complete, is 
reported only once. For example, an investigation that began in 2008 and ended in 2010 
should be reported as data for 2008 only, even though it was still ongoing in 2009 and 
2010.  

•	 Consider instructing law enforcement agencies to report the average time it took to 
complete investigations that included ML/TF offences.    

• Instruct prosecution and/or judicial authorities to record and report all prosecutions 
and convictions that include ML/TF offences, or that are based on investigations that 
included ML/TF offences. Countries may also wish to collect data on the number of 
investigations that end without a court decision.

•	 Consider instructing prosecution agencies to note the reason/s for not pursuing ML 
and/or TF charges in each instance where an investigation involving ML/TF resulted in a 
prosecution for the predicate offence or another offence but not for the ML/TF offence. 
In order to allow for easy aggregation of the information and simplify its analysis, the lead 
agency could list several predetermined options for the prosecution agency to choose 
from, and adjust them as necessary with time. For example, the lead agency could 
provide options such as “no evidence of ML/TF”, “no sufficient evidence to meet the 
burden of proof for ML”, “ML/TF prosecution would be too costly or time consuming”, 
“ML/TF conviction would result in marginal punishment compared to the predicate 
offence”, etc.  

•	 For each investigation, prosecution, and conviction, instruct law enforcement and 
prosecution and/or judicial agencies to report the agency which initiated an investigation, 
whether the investigation was initiated by an STR, and whether STR data was used 
at any point during the investigation. Alternatively, in countries where agencies are 
legally prohibited from disclosing such information, the lead agency should instruct law 
enforcement, prosecution, and/or judicial agencies to report whether the investigation 
was initiated by a report received from the FIU and whether data from the FIU was used 
at any point during the investigation. Based on an overview of a large number of MERs, 
most countries that have reported data on the linkage between STRs and investigations 
have done so by reporting the use of STRs to initiate criminal investigations.  

•	 Determine and provide clear guidance on what data should be collected on sentencing. 
This includes the types of sentences that should be reported (e.g., imprisonment only, 
fines), how the data should be reported (e.g., number of imprisonment sentences, average 
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length of imprisonment sentences, average fine amount), and whether suspended and 
conditional sentences should be included, disregarded, or reported separately.

• Consider instructing law enforcement and prosecution agencies to distinguish between 
investigations, prosecutions, and convictions in ML offences of self-laundering and ML 
offences of third-party laundering by reporting them separately alongside the totals of 
both types of ML.

• In countries that attribute criminal liability to corporations, consider instructing law 
enforcement and prosecution agencies to report both the number of individuals (natural 
persons) and the number of legal persons that are investigated, prosecuted, convicted, 
or subject to asset restraint and confiscation.

•	 Consider instructing law enforcement agencies to separately report all suspected POC 
assets identified in investigations15, regardless of whether the assets were frozen, seized, 
or confiscated. This type of data would be useful as part of an assessment of the total of POC 
assets in the country, as well as assist authorities in identifying and addressing gaps between 
the value of POC assets actually frozen, seized, and confiscated and the total value of POC.       

3.3  Asset restraint

Asset restraint includes the collection of data on the numbers and amounts of confiscations 
of POC and TF-related assets, as well as on preliminary measures such as asset freezing and 
seizing. Lead agencies may wish to:

•	 Determine which units of measurement should be used to report data on asset freezing, 
seizing, and confiscation. In addition to the value of the frozen, seized, and confiscated 
assets, the lead agency should prioritize the use of units of measurement/indicators that 
are relevant to all three measures and to all agencies, such as the number of cases and 
the number of individuals subject to asset freezing, seizing, or confiscation. In addition, 
measure-specific or agency-specific indicators such as the number of frozen accounts, 
the number of assets frozen or confiscated, or the number of cash seizures related to 
inaccurate customs cash declarations may also be used. Based on an overview of a 
large number of MERs, a large majority of the countries reporting data on instances of 
freezing, seizing, and confiscation used cases as the unit of measurement.    

•	 Determine whether reporting on the value and number of cases of asset freezing, seizing, 
and confiscation should be based on court orders, warrants, and other authorizations 

15  The concept of separately reporting POC assets identified during investigations is taken from the Threat Analysis–Pre-
vailing Crime Type section of the World Bank and Asia/Pacific Group on Money Laundering, “Strategic Implementation 
Planning (SIP) National Risk Assessment tool: Template 1”, July 2011.
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issued or on assets that were actually frozen, seized, and confiscated. This distinction is 
relevant for the reporting of both the number and the value of assets, and it is important 
because actual freezing, seizing, and confiscations may not include all the assets in the 
relevant authorization, but instead may include additional POC or TF-related assets that 
were identified during the execution but were not a part of the original authorization. 

•	 Determine the currency for reporting all amounts and the value of assets, and provide 
clear guidance to all reporting agencies on when and how to convert amounts to the 
local or an international currency, and when and how to report the estimated value of 
property. See section 2.7 on currency conversions and value estimates for additional 
details.   

•	 In cases where all or some laws, regulations, or agencies use terms other than, or in 
addition to, freezing, seizing, and confiscation (e.g., asset arrest, asset forfeiture, etc.), 
clarify the terminology and either include the relevant actions and provisions in the above 
mentioned three categories or report them separately by breaking down a category and 
creating an additional indicator on the total of the measures in the category. For example, 
countries that employ asset forfeitures or other non-conviction based confiscations 
in addition to conviction-based confiscations can report them separately, but should 
create an additional indicator of “total confiscations” that would include all the relevant 
measures. This is important for the purpose of aggregating POC and TF-related data 
from various agencies, and particularly with respect to customs and border control 
agencies, whose authority to seize or confiscate assets is often based on a different 
legal framework than that of law enforcement agencies.

•	 Distinguish between the value of assets that were frozen or seized during a specific 
reporting period and the value of assets that were frozen and seized in previous reporting 
periods but are still subject to these measures during the specific reporting period. As 
the legal status of some assets subject to preliminary measures may take years to 
resolve, additional insight is provided by maintaining separate data on the total value of 
assets subject to preliminary measures.

   

3.4  AML/CFT resources and supervision

AML/CFT resources and supervision include the collection of data on the resources and staff of 
the FIU, AML/CFT-specific regulatory agencies or units, and AML/CFT-specific law enforcement 
agencies or units, as well as on AML/CFT supervision, guidance, and enforcement measures by 
regulators. Lead agencies may wish to:

•	 Identify the list of administrative, supervisory, and law enforcement agencies, units, or 
budgets that cover AML/CFT issues and instruct them to report only their AML/CFT-
specific staff, budget, and/or other resources.
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•	 Instruct agencies to report only professional staff members working on AML/CFT issues 
and not administrative support staff such as drivers, secretaries and cleaning staff. 

•	 Provide guidelines on how to report professional staff members working part time. One 
suggestion is to report part time staff members as 0.5 staff member. 

• Identify quantifiable measures of AML/CFT regulation and supervision of FIs and 
DNFBPs and provide specific guidelines for reporting them. Such measures could 
include the number of on-site and remote supervision inspections, the number of 
identified violations, the number and amount of fines levied for violations, the number of 
licenses revoked, the number of officials removed, and other measures of enforcement, 
including written warnings. Based on an overview of a large number of MERs, AML/
CFT supervision is one of the topics with the lowest data availability, and while the most 
commonly reported indicator in this topic was the number of fines imposed on regulated 
entities, about 70 per cent of countries did not report any data on it.       

 

3.5  International co-operation

International co-operation includes the collection of data on Mutual Legal Assistance (MLA) 
requests (including those related to asset recovery), extraditions, information sharing between 
FIUs, law enforcement, customs, supervisory bodies and other government agencies. Lead 
agencies may wish to:

•	 Determine which unit or units of measurement should be used for the reporting of MLA, 
information sharing, and extraditions. The determination should take into consideration 
the practices and templates that are in use for communication with other countries on 
each of these areas, and allow for an easy comparison between incoming and outgoing 
requests and replies. Possible options, which can be combined, are requests (sent/
received, approved/denied), instances of information shared (sent/received), and the 
number of individuals/entities regarding which the request was made. 

•	 Provide the full list of the types of data that need to be collected and reported on MLA, 
information sharing, agency to agency information exchange, cross-border investigations, 
extraditions, and other requests for co-operation, as well as detailed guidelines on how 
to report the data. In each area of co-operation, the reporting could include data on 
sent and received requests for co-operation, the approval and denial of requests by 
the home country and by foreign countries (e.g., information shared, extradition request 
denied, etc.), and whether the co-operation took place in response to a request or was 
unsolicited (e.g., spontaneous information sharing). Additional, more granulated data 
collection options may include distinguishing between co-operation on ML or TF-related 
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offences, common grounds for denial of requests, the number of days that requests 
remain pending, and the names of countries that send or receive the most requests.

3.6  Regulated sectors

Regulated sectors include the collection of data on each category of AML/CFT regulated entities 
(FIs, DNFBPs and other) and other regulated and unregulated legal entities. Such data may 
include, but is not limited to, the number of local and foreign firms and branches in each category; 
their assets and liabilities; the total and average number and value of domestic and cross-border 
transactions; the types, numbers, and values of resident and non-resident accounts and account 
holders; the AML/CFT controls that apply to them; and the level of the AML/CFT regulation and 
supervision. Countries should take steps to avoid double reporting on regulated entities that 
report to more than one regulator. Countries should also collect data to capture information on 
state efforts to prevent NPOs from being abused for financing of terrorism purposes.

Given the high level of detail and specification that is required for creating indicators and collecting 
comprehensive data on regulated sectors, and the variations in the relevant NRA sector tools/
modules used by the IMF and the World Bank, lead agencies in countries that will conduct NRAs 
based on the IMF or World Bank methodologies would benefit from basing their sector data 
collection efforts on the data collection tool/modules that will be used for the NRA.  

3.7  Proceeds of crime and terrorism financing assets

POC assets are the pool of illegally acquired assets that require laundering. TF assets are the pool 
of assets that require processing to finance terrorism. These two elements represent the threat 
component of ML/TF NRAs.

POC information is relevant for assessing the domestic and cross-border proceeds of crime for 
each category of predicate offences used, as well as for ML itself, illegal gambling, and any other 
proceeds generating crimes. 

TF information is relevant for assessing the domestic and cross-border assets that need to be 
transferred or otherwise processed to support terrorism. At both the operational level and at 
the data collection level, some countries may confuse terrorism with the financing of terrorism, 
and countries that have not experienced a terrorist attack are at times less cognizant of the TF 
activity that may be taking place on their soil. In addition, most countries collect severely limited 
(if any) statistical data that is specifically related to TF, which makes the assessment of TF assets 
particularly challenging and may limit the usefulness of quantitative data in assessing the full 
extent of the TF threat in a jurisdiction.
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For both POC and TF, relevant data include the number of investigations, prosecutions, 
convictions, and asset freezing, seizing, and confiscations for each category of predicate offence, 
which are also covered under the topics of the criminal justice system and asset restraint. 

POC-specific data includes any available data on the market price of criminal products and 
services (e.g., market price of 1 kg of cocaine or a pirated DVD), the cost of producing, smuggling, 
or delivering them (e.g., cost of producing pirated DVDs, purchasing and smuggling arms, etc.), 
the volume of the products or services (e.g., amount of cocaine sold), the number of customers 
(e.g., number of cocaine users), the number of victims (e.g., number of people robbed, children 
trafficked, etc.), and any other relevant information. 

Data relevant to TF-designated assets are based on each country’s specific conditions and 
experience, and may include the cost of terrorist activities, the volume of and amounts involved 
in local and cross-border terrorist financing cases, the destinations of terrorist financing assets, 
and relevant characteristics of population groups from whom the funds originate (e.g., the size, 
wealth, and level of support of diasporas, religious and other groups who may be sympathetic 
to a cause).

Potential sources of data for both topics may include official crime and confiscation statistics; 
academic research; intelligence reports; offender and victimization surveys; and reports from 
government, NGOs, and the media. Since this topic is largely based on research from a variety 
of different sources with limited relevant information, organizing the raw data in clearly defined 
indicators may be quite challenging. Therefore, some countries may benefit from collecting the 
raw data and using outside expertise or specific guidance to combine it and produce estimates, 
especially when the estimates are used as part of a specific NRA methodology. The UNODC has 
produced guidance on this topic in a research report entitled “Estimating Illicit Financial Flows 
Resulting from Drug Trafficking and other Transnational Organized Crimes16. 

In addition to the topic-specific guidance on the criminal justice process and confiscations, when 
collecting the raw data the lead agency or researchers may wish to:   

• Create clear distinctions between domestically-generated POC and foreign-generated 
POC that are transferred into the country. 

• Classify data according to the specific offence category, and make an effort to distinguish 
POC generated from different offences even if they are often linked together (e.g., 
criminal organizations engaged in trafficking of both narcotics and humans).

16  Thomas Pietschmann & John Walker, “Estimating Illicit Financial Flows Resulting from Drug Trafficking and other Trans-
national Organized Crimes”, United Nations Office on Drugs and Crime, Research Report, 2011. Available at: http://www.
unodc.org/documents/data-and-analysis/Studies/Illicit_financial_flows_2011_web.pdf
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• Provide accurate descriptions and sources for each data point to avoid double counting, 
allow accurate calculations, and detect inconsistencies and large variations between 
sources (e.g., “the price of cocaine” could refer to either the wholesale price of 1 kg or 
the street price of 1 gram).  

• Emphasize the distinction between the value of the proceeds of crime and the value of 
the losses to the victims of crimes, and focus the data collection efforts on the former.  

• Use a variety of government and independent sources to increase the validity of the data.

• To the extent possible, it may be helpful to use the same list of sources year-to-year to 
improve the ability to accurately identify trends over time.

Summary and conclusions

The collection of objective quantitative data is a central element of national AML/CFT systems, 
and is becoming ever-more important as countries are increasing their efforts to assess their ML 
and TF risks and implement a risk-based approach. By improving their data collection efforts, 
national authorities can gain valuable insight into their AML/CFT systems and identify threats 
and vulnerabilities for further analysis prioritization. Together with qualitative assessments, 
quantitative data provides an important foundation for conducting an NRA. 

While AML/CFT data collection remains a challenging task, countries could overcome many of 
these challenges by developing a systematic approach that captures information on all elements 
of the national AML/CFT regime and provides clear guidance on what data should be collected 
and reported and how. This document provides one basis for developing a systematic approach 
to AML/CFT data collection and covers many of the different elements that countries could 
consider and address in the data collection process. 

By relying on work that is already being done by FIUs, regulators, law enforcement, and prosecution 
authorities, and making often small adjustments to improve the systematic documentation and 
reporting of this work, countries can draw significant benefits, lay the foundation for conducting 
an NRA, and improve the effectiveness of their AML/CFT systems. 

Summary and Conclusions
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Annexes

The three annexes below include data collection matrices that cover the main aspects of AML/
CFT regimes and correspond with the data collection topics in chapter 3. With the exception 
of POC and TF assets, for which no data collection matrix is included in this publication, the 
other AML/CFT topics are illustrated by corresponding data collection matrices. The matrices are 
included primarily to serve as examples of how to apply the suggestions provided in chapters 
2 and 3, and not as complete ready-made templates to be completed. The main use for the 
matrices would be to serve as a point of reference that countries may consider when making 
changes to the methods used to collect national AML/CFT data. Therefore, lead agencies should 
make their own decisions regarding which indicators should be added or removed from the list 
based on their AML/CFT system, assessment needs, and available resources.

 
Annex I.  A sample data collection matrix for  

the criminal justice system

The sample data collection matrix on the criminal justice system is divided into two main parts 
– ML and predicate offences, and TF – with each part consisting of sections on investigations, 
prosecutions, and convictions. While the TF part of the matrix has fewer indicators than the ML 
part (mainly because there are no predicate offences for TF), the TF indicators are highly similar 
to those for ML, and the same instructions usually apply for both categories albeit with necessary 
adjustments.

The first column of the ML and predicate offences part of the matrix consists of 28 indicators 
on investigations, prosecutions, and convictions, and the next 24 columns list 22 categories of 
predicate offences (21 existing ones and one or more that could be added as needed), ML only 
offence(s), and the total for all predicate offences or ML. 
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Criminal Process: TF
Data Year: 20__

No. Indicator TF No. Indicator TF No. Indicator TF

2.
4 

TF
 In

ve
st

ig
at

io
ns

2.4.1 Number of cases 
investigated for TF

2.
5 

TF
 P

ro
se

cu
tio

ns

2.5.1
Number of cases  
prosecuted for TF

2.
6 

TF
 C

on
vi

ct
io

ns

2.6.1
Number of cases with 
conviction on TF

2.4.2 Number of individuals 
investigated for TF

2.5.2
Number of individuals 
prosecuted for TF

2.6.2
Number of individuals 
convicted of TF

2.4.3
Number of  
investigation cases for 
TF initiated by STRs 

2.5.3
Number of prosecution 
cases for TF initiated 
by STRs 

2.6.3
Number of cases with 
convictions on TF  
initiated by STRs 

2.4.4

Number of  
investigation cases  
for TF where STR  
data was used

2.5.4
Number of prosecution 
cases for TF where 
STR data was used

2.6.4

Number of cases with 
convictions on TF 
where STR data was 
used

2.5.5

Number of TF  
investigations that 
resulted in prosecution 
for other offences only

2.6.5

Number of individuals 
convicted of TF who 
were sentenced to 
a fine

2.5.6-
2.5.10

No. of prosecution  
cases in which a 
reason¹ for not  
pursuing TF  
charges was: 

2.6.6
Average fine (in 
USD>0) on individuals 
convicted of TF

2.5.6
Reason: No evidence 
of TF

2.6.7

Number of individuals 
convicted of TF who 
were sentenced to 
imprisonment¹

2.5.7
Reason: Not enough 
evidence to meet the 
burden of proof for TF

2.6.8

Average prison 
sentence² (in 
months>0) for  
individuals  
convicted of TF

2.5.8
Reason: TF  
prosecution too costly 
or time consuming

2.5.9

Reason: Marginal 
sentences for TF 
convictions compared 
to other offences in 
the case

2.5.10
Reason: (Add common 
reasons as necessary)

¹ More than one reason may apply to each prosecution case.
² Not including suspended and conditional sentences.

Annex I. A sample data collection matrix for the criminal justice system
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Annex II:   Sample instructions and definitions for the criminal  
justice system matrix

Similarly to the sample data collection matrix on the criminal process, the instructions for 
completing it provide accurate and clear definitions and help to produce a reliable database of 
quantitative AML/CFT data for NRAs and other purposes. 

General guidelines: 

Predicate offences: the data under each category of predicate offence should be based on all the 
predicate offences in that category (as listed by the lead agency) and the ML offences associated 
with them. In countries where predicate offences are defined based on a threshold or all crimes 
approach, categories should be created for each type of predicate offence for ML. Data should be 
included in each category only if the offence meets the relevant threshold for a money laundering 
predicate offence. The organization into categories is useful for the purpose of aggregating the 
wide variety of predicate offences into easily understandable areas of crime and presenting them 
in a clear manner.

ML only: this column is used only when the ML offence stands alone and is not associated with 
any predicate offence. 

Time-frame: the data reported in the matrix refers to investigations and legal proceedings that 
were initiated in the calendar year 2011, regardless of whether or when they were completed. To 
clarify, investigations and legal proceedings that were initiated in a previous calendar year but 
were still in progress in 2011 should not be included in the matrix.

Zero: if data was recorded and reported for a specific data point but no action took place in the 
specific calendar year (e.g., the prosecution collects and reports data on TF prosecutions, but 
none took place in 2011), then the number “0” should be entered.    

No data: if no data was reported on a specific point for any reason (no data was collected, the 
offence does not exist or is not a predicate offence, etc.), then “N/A” should be entered, indicating 
that the data is not available or not applicable. To clarify, “N/A” should be entered every time no 
data was reported, so there should be no empty cells in the matrix. 

Total Predicate Offence / ML: the last column is the total for each indicator, and should be 
completed by adding the data from the columns of all 22 predicate offences for each indicator 
and ML only offences.  

OSCE Handbook on Data Collection
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Indicator-specific guidelines: 

2.1-2.3 ML/Predicate Offence

2.1 ML/Predicate Offence Investigations

This section covers data on investigations broken down by predicate offence and related ML, 
cases and individuals, and relation to STRs. 

For the purpose of this section, investigations are defined as criminal investigations conducted 
by a law enforcement agency or by a law enforcement FIU that has investigative powers. 
Investigations should be distinguished from FIU analysis, examinations, inquiries, etc. of STRs or 
cases that do not meet the criteria of criminal investigation.     

2.1.1 Number of cases investigated for the predicate offence. This refers to the number of criminal 
investigation cases for predicate offences in each of the predicate offences categories. To clarify, 
investigations for the predicate offence should be entered for this indicator regardless of whether 
they are related to ML. 

2.1.2 Number of cases investigated for ML. This refers to the number of criminal investigation 
cases for ML related to each of the categories of predicate offences. To clarify, investigations for 
ML should be entered under the relevant category of predicate offences regardless of whether an 
investigation for the predicate offence is reported in indicator 2.1.1, and some overlap between 
the two indicators is expected. 

2.1.3 Number of individuals investigated for the predicate offence. This refers to the number of 
individuals under criminal investigations for predicate offences in each of the predicate offences 
categories. To clarify, the number of individuals under investigation for the predicate offence 
should be entered for this indicator regardless of whether these investigations are related to ML. 

2.1.4 Number of individuals investigated for ML. This refers to the number of individuals under 
criminal investigations for ML related to each of the categories of predicate offences. To clarify, the 
number of individuals under investigation for ML should be entered under the relevant category of 
predicate offences regardless of whether individuals under investigation for the predicate offence 
are reported in indicator 2.1.3, and some overlap between the two indicators is expected. 

2.1.5 Number of investigation cases for ML initiated by STRs. This refers to the total number of 
criminal investigation cases that were initiated by STRs for ML related to each of the categories 
of predicate offences. To clarify, investigation cases initiated by STRs for the predicate offences 
themselves should not be counted for the purpose of this indicator (to avoid double counting).

Annex II: Sample instructions and definitions for the criminal justice system matrix
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2.1.6 Number of investigation cases for ML where STR data was used. This refers to the total 
number of criminal investigation cases for ML related to each of the categories of predicate 
offences where STR data was used. “STR data used” refers to any type of STR data used in 
the investigation, regardless of whether it was disseminated by the FIU or requested by a law 
enforcement agency, and including the initiation of an investigation by the STR, so there may 
be some overlap with indicator 2.1.5. To clarify, investigation cases for the predicate offences 
themselves where STR data was used should not be counted for the purpose of this indicator (to 
avoid double counting).

2.2 ML/Predicate Offence Prosecutions

This section covers data on prosecutions broken down by predicate offence and related ML, cases 
and individuals, and reasons for not pursuing ML prosecutions.

2.2.1 Number of cases prosecuted for the predicate offence. This refers to the number of criminal 
prosecution cases for predicate offences in each of the predicate offences categories. To clarify, 
prosecutions for the predicate offence should be entered for this indicator regardless of whether 
they are related to ML. 

2.2.2 Number of cases prosecuted for ML. This refers to the number of criminal prosecution 
cases for ML related to each of the categories of predicate offences. To clarify, prosecutions for 
ML should be entered under the relevant category of predicate offences regardless of whether a 
prosecution for the predicate offence is reported in indicator 2.2.1, and some overlap between the 
two indicators is expected. 

2.2.3 Number of individuals prosecuted for the predicate offence. This refers to the number 
of individuals criminally prosecuted for predicate offences in each of the predicate offences 
categories. To clarify, the number of individuals prosecuted for the predicate offence should be 
entered for this indicator regardless of whether these prosecutions are related to ML.

2.2.4 Number of individuals prosecuted for ML. This refers to the number of individuals criminally 
prosecuted for ML related to each of the categories of predicate offences. To clarify, the number of 
individuals prosecuted for ML should be entered under the relevant category of predicate offences 
regardless of whether individuals prosecuted for the predicate offence are reported in indicator 
2.2.3, and some overlap between the two indicators is expected. 

2.2.5 Number of prosecution cases for ML initiated by STRs. This refers to the total number of 
criminal prosecution cases that were initiated by STRs for ML related to each of the categories of 
predicate offences. “Cases initiated by STRs” refer to investigation cases that were initiated by 
STRs, i.e., the original investigation that led to the prosecution was initiated by an STR. To clarify, 
prosecution cases initiated by STRs for the predicate offences themselves should not be counted 
for the purpose of this indicator (to avoid double counting).
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2.2.6 Number of prosecution cases for ML where STR data was used. This refers to the total 
number of criminal prosecution cases for ML related to each of the categories of predicate 
offences where STR data was used during the investigation. “STR data used” refers to any type 
of STR data used in the investigation, regardless of whether it was disseminated by the FIU or 
requested by a law enforcement agency, and including the initiation of an investigation by the 
STR, so there may be some overlap with indicator 2.2.5. To clarify, prosecution cases for the 
predicate offences themselves where STR data was used should not be counted for the purpose 
of this indicator (to avoid double counting).

2.2.7 Number of ML investigation cases that resulted in prosecution for the predicate offence 
only. This refers to the number of ML investigation cases that are prosecuted for the predicate 
offence but not for the related ML offence. To clarify, the relevant data date is the date of the 
prosecution (not the investigation) that did not include ML charges along with the charges for the 
predicate offence. 

2.2.8-2.2.12 Reasons for not pursuing ML charges. These indicators refer to common reasons for 
the prosecution to not include ML charges along with the charges for the predicate offence based 
on an ML-related investigation. More than one reason could apply to each case.

2.2.8 Reason for not pursuing ML charges: No evidence of ML. The reason in this indicator is that 
no evidence of ML was found in the investigation. 

2.2.9 Reason for not pursuing ML charges: Not enough evidence to meet the burden of proof 
for ML. The reason in this indicator is that while the investigation found evidence of ML, the 
prosecution did not think that the evidence was sufficient to prove the ML case in court. 

2.2.10 Reason for not pursuing ML charges: ML prosecution too costly or time consuming. The 
reason in this indicator is that a prosecution for the ML case would require a lot of resources or 
take a long time to complete.

2.2.11 Reason for not pursuing ML charges: Marginal sentences for ML convictions compared 
to predicate offence. The reason in this indicator is that even if the ML prosecution would lead to 
a conviction, the expected sentence for the ML conviction would be marginal compared to the 
expected sentence for a conviction for the predicate offence. 

2.2.12 Reason for not pursuing ML charges: (Add common reasons as necessary). The relevant 
agency should add reasons for not pursuing ML charges that are common in the jurisdiction.

2.3 ML/Predicate Offence Convictions  

This section covers data on convictions broken down by predicate offence and related ML, cases 
and individuals, and sentencing.
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2.3.1 Number of cases with conviction on the predicate offence. This refers to the number of 
criminal conviction cases for predicate offences in each of the predicate offences categories. 
To clarify, convictions for the predicate offence should be entered for this indicator regardless of 
whether they are related to ML. 

2.3.2 Number of cases with conviction on ML. This refers to the number of criminal conviction 
cases for ML related to each of the categories of predicate offences. To clarify, convictions for 
ML should be entered under the relevant category of predicate offences regardless of whether a 
conviction for the predicate offence is reported in indicator 2.3.1, and some overlap between the 
two indicators is expected. 

2.3.3 Number of individuals convicted of the predicate offence. This refers to the number of 
individuals criminally convicted of predicate offences in each of the predicate offences categories. 
To clarify, the number of individuals convicted for the predicate offence should be entered for this 
indicator regardless of whether these convictions are related to ML.

2.3.4 Number of individuals convicted of ML. This refers to the number of individuals criminally 
convicted of ML related to each of the categories of predicate offences. To clarify, the number of 
individuals convicted for ML should be entered under the relevant category of predicate offences 
regardless of whether individuals convicted for the predicate offence are reported in indicator 
2.3.3, and some overlap between the two indicators is expected. 

2.3.5 Number of cases with conviction on ML initiated by STRs. This refers to the total number of 
criminal conviction cases that were initiated by STRs for ML related to each of the categories of 
predicate offences. “Cases initiated by STRs” refers to investigation cases that were initiated by 
STRs, i.e., the original investigation that led to the conviction was initiated by an STR. To clarify, 
conviction cases initiated by STRs for the predicate offences themselves should not be counted 
for the purpose of this indicator (to avoid double counting).

2.3.6 Number of cases with conviction on ML where STR data was used. This refers to the total 
number of criminal conviction cases for ML related to each of the categories of predicate offences 
where STR data was used during the investigation. “STR data used” refers to any type of STR 
data used in the investigation, regardless of whether it was disseminated by the FIU or requested 
by a law enforcement agency, and including the initiation of an investigation by the STR, so there 
may be some overlap with indicator 2.3.5. To clarify, conviction cases for the predicate offences 
themselves where STR data was used should not be counted for the purpose of this indicator (to 
avoid double counting).

2.3.7 Number of individuals convicted of ML who were sentenced to a fine. This refers to the 
number of individuals criminally convicted for ML charges and sentenced to a fine as all or as 
part of their sentence. 
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2.3.8 Average fine (in USD>0) on individuals convicted of ML. This refers to the average fine 
amount, in USD, that was imposed on individuals who were convicted of ML and sentenced to a 
fine (calculated fine amounts are greater than zero).    

2.3.9 Number of individuals convicted of ML who were sentenced to imprisonment. This refers to 
the number of individuals criminally convicted for ML charges and sentenced to an imprisonment 
as all or as part of their sentence. “Imprisonment” refers to actual imprisonment only, and does 
not include probation or suspended sentences.

2.3.10 Average prison sentence (in months>0) for individuals convicted of ML. This refers to the 
average prison sentence, in months, that was imposed on individuals who were convicted of 
ML and sentenced to imprisonment (calculated imprisonment sentences are greater than zero). 
For the purpose of this indicator, the term prison sentence does not include suspended and 
conditional imprisonment sentences. 

2.4-2.6 TF

The TF part of the matrix follows the same structure as the ML/Predicate Offences part and 
generally includes the TF versions of the ML-specific indicators with a few small changes. In 
general, TF offences are independent and do not require terrorism (or any other offence) as a 
predicate offence. Therefore, TF investigations, prosecutions, and convictions should be reported 
independently from any other offence.     

2.4 TF Investigations 

This section covers data on investigations broken down by cases, individuals, and relation to 
STRs. 

For the purpose of this section, investigations are defined as criminal investigations conducted 
by a law enforcement agency or by a law enforcement FIU that has investigative powers. 
Investigations should be distinguished from FIU analysis, examinations, inquiries, etc. of STRs or 
cases that do not meet the criteria of criminal investigation.     

2.4.1 Number of cases investigated for TF. This refers to the number of criminal investigation 
cases for TF. 

2.4.2 Number of individuals investigated for TF. This refers to the number of individuals under 
criminal investigations for TF. 

Annex II: Sample instructions and definitions for the criminal justice system matrix



44

2.4.3 Number of investigation cases for TF initiated by STRs. This refers to the total number of 
criminal investigation cases that were initiated by STRs for TF.

2.4.4 Number of investigation cases for TF where STR data was used. This refers to the total 
number of criminal investigation cases for TF where STR data was used. “STR data used” refers 
to any type of STR data used in the investigation, regardless of whether it was disseminated by 
the FIU or requested by a law enforcement agency, and including the initiation of an investigation 
by the STR, so there may be some overlap with indicator 2.4.3. 

2.5 TF Prosecutions

This section covers data on prosecutions broken down by cases, individuals, and reasons for not 
pursuing TF prosecutions.

2.5.1 Number of cases prosecuted for TF. This refers to the number of criminal prosecution cases 
for TF. 

2.5.2 Number of individuals prosecuted for TF. This refers to the number of individuals criminally 
prosecuted for TF. 

2.5.3 Number of prosecution cases for TF initiated by STRs. This refers to the total number of 
criminal prosecution cases for TF that were initiated by STRs. “Cases initiated by STRs” refers 
to investigation cases that were initiated by STRs, i.e., the original investigation that led to the 
prosecution was initiated by an STR. 

2.5.4 Number of prosecution cases for TF where STR data was used. This refers to the total 
number of criminal prosecution cases for TF where STR data was used. “STR data used” refers 
to any type of STR data used in the investigation, regardless of whether it was disseminated by 
the FIU or requested by a law enforcement agency, and including the initiation of an investigation 
by the STR, so there may be some overlap with indicator 2.5.3. 

2.5.5 Number of ML investigation cases that resulted in prosecution for other offences only. This 
refers to the number of TF investigation cases that are prosecuted for other related offences but 
not for the TF offence. To clarify, the relevant date of the data is the date of the prosecution (not 
the investigation) that did not include TF charges along with the charges for other offences. 

2.5.6-2.5.10 Reasons for not pursuing TF charges. These indicators refer to common reasons  
for the prosecution to not include TF charges along with other charges in the case based on a 
TF-related investigation. More than one reason could apply to each case.

2.5.6 Reason for not pursuing TF charges: No evidence of TF. The reason in this indicator is that 
no evidence of TF was found in the investigation. 
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2.5.7 Reason for not pursuing TF charges: Not enough evidence to meet the burden of proof for 
TF. The reason in this indicator is that while the investigation found evidence of TF, the prosecution 
did not think that the evidence was sufficient to prove the TF case in court. 

2.5.8 Reason for not pursuing TF charges: TF prosecution too costly or time consuming. The 
reason in this indicator is that a prosecution for the TF case would require a lot of resources or 
take a long time to complete.

2.5.9 Reason for not pursuing TF charges: Marginal sentences for TF convictions compared to 
other offences in the case. The reason in this indicator is that even if the TF prosecution would 
lead to a conviction, the expected sentence for the TF conviction would be marginal compared 
to the expected sentence for a conviction for other offences in the case.  

2.5.10 Reason for not pursuing TF charges: (Add common reasons as necessary). The relevant 
agency should add reasons for not pursuing TF charges that are common in the jurisdiction.

2.6 TF Convictions

This section covers data on convictions broken down by cases, individuals, and sentencing.

2.6.1 Number of cases with conviction on TF. This refers to the number of criminal conviction 
cases for TF. 

2.6.2 Number of individuals convicted of TF. This refers to the number of individuals criminally 
convicted of TF. 

2.6.3 Number of cases with conviction on TF initiated by STRs. This refers to the total number 
of criminal conviction cases on TF that were initiated by STRs. “Cases initiated by STRs” refers 
to investigation cases that were initiated by STRs, i.e., the original investigation that led to the 
conviction was initiated by an STR. 

2.6.4 Number of cases with conviction on TF where STR data was used. This refers to the total 
number of criminal conviction cases for TF where STR data was used during the investigation. 
“STR data used” refers to any type of STR data used in the investigation, regardless of whether 
it was disseminated by the FIU or requested by a law enforcement agency, and including the 
initiation of an investigation by the STR, so there may be some overlap with indicator 2.6.3.

2.6.5 Number of individuals convicted of TF who were sentenced to a fine. This refers to the 
number of individuals criminally convicted for TF charges and sentenced to a fine as all or as part 
of their sentence.

Annex II: Sample instructions and definitions for the criminal justice system matrix



46

2.6.6 Average fine (in USD>0) on individuals convicted of TF. This refers to the average fine 
amount, in USD, that was imposed on individuals who were convicted of TF and sentenced to a 
fine (calculated fine amounts are greater than zero).    

2.6.7 Number of individuals convicted of TF who were sentenced to imprisonment. This refers to 
the number of individuals criminally convicted for TF charges and sentenced to imprisonment as 
all or as part of their sentence. “Imprisonment” refers to actual imprisonment only, and does not 
include probation or suspended sentences.   

2.6.8 Average prison sentence (in months>0) for individuals convicted of TF. This refers to the 
average prison sentence, in months, that was imposed on individuals who were convicted of 
TF and sentenced to imprisonment (calculated imprisonment sentences are greater than zero). 
For the purpose of this indicator, the term prison sentence does not include suspended and 
conditional imprisonment sentences. 
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