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$ Outline of the importance of energy infrastructure security in
general and in the OSCE framework, in particular.

$ Overview of the OSCE Ministerial Council Decision on Protecting
Critical Energy Infrastructure from Terrorist Attack.

$ Overview of OSCE efforts to protect critical infrasture.

$ Good Practices Guide on Non-Nuclear Critical Energy

Infrastructure Protection from Terrorist Attacks Focusisng on
Threats Emanating from Cyberspace.
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There can be no argument against
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closer collaboration...
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Vulnerable Critical Energy Infrastructure
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Decision No. 6/07
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Protecting Critical
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It is visionary to turn words into action,
and to turn action into partnership
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OSCE Good Practices Guide on Non-Nuclear Critical
Energy Infrastructure Protection (NNCEIP)

Good Practices Guide

on Non-Nuclear Critical Energy
Infrastructure Protection (NNCEIP)
from Terrorist Attacks

Focusing on Threats Emanating

from Cyberspace

EEEE




TNTD ATU 21ST OSCE ECONOMIC AND
ENVIRONMENTAL FORUM
osce.org Prague, 11 — 13 September 2013

Q Cyber-related Terrorist Attacks on Non-Nuclear Table of Contents
Critical Energy Infrastructure

U Good Practices in ICT Risk Management S _
Frameworks to Address Cyber-related Terrorist ... i
Risks @ i —

O Good Practices In ICT-related Security
Measures to Address Cyber-related Terrorist
Risks

Torrorst Risks.

1 Good Practices in CIP within the OSCE

U Suggestions for Future OSCE Roles to Advance
Cyber Security in Non-Nuclear Critical Energy

Infrastructure
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Conclusion
Solution

public
private
partnership

“Partnership of State Authorities, Civil Society
and the Business Community in Combating Terrorism”

Oriented
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